
特定個人情報保護評価書（重点項目評価書）

評価書番号  評価書名

6 税収納滞納整理に関する事務　重点項目評価書

 個人のプライバシー等の権利利益の保護の宣言

特記事項

 評価実施機関名

松江市長

 公表日

令和7年12月17日

[令和６年10月　様式３]

　松江市は税収納滞納整理に関する事務における特定個人情報ファイルの
取扱いにあたり、その取扱いが個人のプライバシー等の権利利益に影響を
及ぼしかねないことを認識し、特定個人情報の漏えいその他の事態を発生
させるリスクを軽減させるために十分な措置を行い、もって個人のプライバ
シー等の権利利益の保護に取り組んでいることを宣言する。



項目一覧

Ⅰ　基本情報

Ⅱ　特定個人情報ファイルの概要

（別添１） 特定個人情報ファイル記録項目

Ⅲ　リスク対策

Ⅳ　開示請求、問合せ

Ⅴ　評価実施手続

　（別添２）　変更箇所



＜選択肢＞
1) 1,000人未満 2) 1,000人以上1万人未満
3) 1万人以上10万人未満 4) 10万人以上30万人未満

Ⅰ　基本情報
 １．特定個人情報ファイルを取り扱う事務

 ①事務の名称 税収納滞納整理に関する事務

 ③対象人数 [ 10万人以上30万人未満 ]

 ②事務の内容

税収納滞納整理に関する事務とは地方税法等の法律に従い、各種税金に対して以下に記載された管
理を行う事務を指す。

【調定登録・変更事務】
　課税事務にて賦課された当初課税情報および課税更正情報を受領し、調定情報として管理する。
　①課税事務より当初課税情報を受領する。
　②市町村による調査や税務署からの修正申告、更正決議等により課税事務で税額が変更された場
合、変更調定情報を受領する。
【収納消込事務】
　入金情報を取込み、調定額と収入額を比較し、完納・未納・過誤納の把握を行う。
　①収入金消込事務
　　 調定情報と入金情報の関連付けを行い、調定の状態把握（完納・未納・過誤納）を実施する。
【口座振替の管理】
　口座振替処理を行い、結果確認を実施する。
　①口座振替依頼事務
　　 口座振替依頼情報を作成し、金融機関へ口座振替を依頼する。
　②口座振替結果受領事務
　　 口座振替結果情報を受け取り、状態に応じて口座振替不能通知書兼納付書を納税義務者へ送付
する。
【還付・充当事務】
　収納消込、課税更正による調定変更の結果、収入が調定を超えて納め過ぎの状態になった場合、過
誤納分に対して還付事務または充当事務を行う。
【督促事務】
　納期限までに完納しない納税義務者に対し、督促状を発送して納付を促す。
　①督促対象者宛に督促状を作成し、送付する。
【返戻・公示事務】
　送付先不明などの理由で督促状等が返送された場合に対象者調査を実施し、再度通知書を送付す
る。
　①返戻事務
　　 返戻された督促状等を返戻管理すると共に、対象者調査を行う。
　②公示事務
　　 調査した結果、不明であった場合は公示を行う。
【滞納整理事務】
　①催告事務
　　 催告対象者に対し、催告書を作成し送付する。
　②財産調査事務
　　 催告対象者の財産の有無を調査する。
　③滞納整理事務
　　 滞納者の財産の差押、処分の停止、徴収の猶予等を行う。
【年次繰越事務】
　会計年度内の収入実績をまとめ、税務会計担当部署への提出用資料を作成する。
　①年次決算事務
　　 会計年度の収入実績をまとめ、統計資料を作成して財務会計担当部署へ提出する。
　②滞納繰越事務
　　 今年度の収入未済額を翌年度に徴収するため、翌年度の歳入予算として計上する。
【窓口事務】
　納税義務者の申請等により、証明書の発行や納付書の再発行、市税の窓口収納を実施する。

「公的給付の支給等の迅速かつ確実な実施のための預貯金口座の登録等に関する法律」により、納税
者が公的給付支給等口座情報（以下「公金受取口座情報」という。）の利用を希望した場合に限り、情報
提供ネットワークシステムを通じて情報照会を行い、口座情報登録・連携システム（デジタル庁）から当
該納税者の公金受取口座情報を入手して還付等の振込等の事務処理に利用することが可能となる。



 ２．特定個人情報ファイルを取り扱う事務において使用するシステム

 システム1

 ①システムの名称 収納管理システム

[ ] 情報提供ネットワークシステム [ ] 庁内連携システム

[ ○ ] 住民基本台帳ネットワークシステム [ ] 既存住民基本台帳システム

[ ○ ] 宛名システム等 [ ○ ] 税務システム

[ ○ ] その他 （ 滞納管理システム、番号連携サーバー )

 システム2～5

 システム2

 ①システムの名称 滞納管理システム

①調定情報照会機能
　 滞納システムで管理している調定情報を照会する機能
②調定登録・変更機能
　 収納システムからの調定情報の登録を行う機能
③課税情報管理機能
　 各課税システムからの課税情報の登録を行う機能
④滞納処分管理機能
　 滞納処分情報の設定・照会および滞納処分に対する記事情報を入力する行う機能
⑤納付書発行機能
　 滞納者への納付書を発行する機能

[ ] 情報提供ネットワークシステム [ ] 庁内連携システム

[ ] 住民基本台帳ネットワークシステム [ ] 既存住民基本台帳システム

[ ○ ] 宛名システム等 [ ○ ] 税務システム

[ ○ ] その他 （ 収納管理システム )

 ②システムの機能

①調定情報照会機能
　 収納システムで管理している調定情報を照会する機能
②調定登録・変更機能
　 課税システムにて登録された調定情報の受け取り、登録、変更を行う機能
③収納消込機能
　 納税者から納付された公金情報を収集し、納付情報を作成する機能
④口座振替機能
　 金融機関への口座振替の依頼、振替結果の受領を行う機能
⑤還付・充当機能
　 調定更正や誤納付により発生した過誤納金を還付・充当する機能
⑥督促発行機能
　 指定した納期限の調定状態が本税未納（滞納）となっている対象に督促状を出力する機能
⑦返戻・公示登録機能
　 住所不明などで返戻された納税通知書・督促状の調査結果・公示情報を入力する機能
⑧年（月）次繰越機能
　 各種決算帳票の作成や、会計年度更新、滞納繰越調定情報の作成を行う機能
⑨納付書発行機能
　 納付書を再発行する機能
⑩証明書発行機能
　 納税証明、納付額証明等の各種証明書を発行する機能
⑪他システム連携機能
　 滞納システム等の他システムとの連携用データファイルを作成する機能

 ③他のシステムとの接続

 ②システムの機能

 ③他のシステムとの接続



 システム3

 ①システムの名称 中間サーバー

①符号管理機能
　 情報照会、情報提供に用いる個人の識別子である「符号」と、情報保有機関内で個人を特定するため
に利用する「団体内統合宛名番号」とをひもづけ、その情報を保管・管理する機能
②情報照会機能
　 情報提供ネットワークシステムを介して、特定個人情報（連携対象）の情報照会および情報提供受領
（照会した情報の受領）を行う機能
③情報提供機能
　 情報提供ネットワークシステムを介して、情報照会要求の受領および当該特定個人情報（連携対象）
の提供を行う機能
④既存システム接続機能
　 中間サーバーと既存システム、団体内統合宛名システム及び住基システムとの間で情報照会内容、
情報提供内容、特定個人情報（連携対象）、符号取得のための情報等について連携するための機能
⑤情報提供等記録管理機能
　 特定個人情報（連携対象）の照会、または提供があった旨の情報提供等記録を生成し、管理する機能
⑥情報提供データベース管理機能
　 特定個人情報（連携対象）を副本として、保持・管理する機能
⑦データ送受信機能
　 中間サーバーと情報提供ネットワークシステム（インターフェイスシステム）との間で情報照会、情報提
供、符号取得のための情報等について連携するための機能
⑧セキュリティ管理機能
　 セキュリティを管理するための機能
⑨職員認証・権限管理機能
　 中間サーバーを利用する職員の認証と職員に付与された権限に基づいた各種機能や特定個人情報
（連携対象）へのアクセス制御を行う機能
⑩システム管理機能
　 バッチの状況管理、業務統計情報の集計、稼動状態の通知、保管期限切れ情報の削除を行う機能

[ ○ ] 情報提供ネットワークシステム [ ] 庁内連携システム

[ ○ ] 住民基本台帳ネットワークシステム [ ] 既存住民基本台帳システム

[ ○ ] 宛名システム等 [ ] 税務システム

[ ○ ] その他 （ 番号連携サーバー（団体内統合宛名システム） )

 システム4

 ①システムの名称 番号連携サーバー（団体内統合宛名システム）

①宛名管理機能
　 既存業務システムから住登者データ、住登外データを受領し、番号連携サーバー内の統合宛名DBに
反映を行う
②統合宛名番号の付番機能
　 個人番号が新規入力されたタイミングで、統合宛名番号の付番を行う
③符号要求機能
　 個人番号を特定済みの統合宛名番号を中間サーバーに登録し、中間サーバーに情報提供用個人識
別符号の取得要求・取得依頼を行う。中間サーバーから返却された処理通番は住基GWへ送信する
④情報提供機能
　 各業務で管理している別表２の提供業務情報を受領し、中間サーバーへの情報提供を行う
⑤情報照会機能
　 中間サーバーへ他団体への情報照会を要求し、返却された照会結果を画面表示または、各業務シス
テムにファイル転送を行う

[ ] 情報提供ネットワークシステム [ ○ ] 庁内連携システム

[ ] 住民基本台帳ネットワークシステム [ ○ ] 既存住民基本台帳システム

[ ○ ] 宛名システム等 [ ○ ] 税務システム

[ ○ ] その他 （ 中間サーバー、収納管理システム )

 ②システムの機能

 ③他のシステムとの接続

 ②システムの機能

 ③他のシステムとの接続



 システム5

 ①システムの名称
住民基本台帳ネットワークシステム
※住民基本台帳ネットワークシステムのうち市町村コミュニケーションサーバー部分（以下「市町村ＣＳ」
という。）について記載する

本人確認情報検索
　統合端末において入力された4情報（氏名、住所、性別、生年月日）の組み合わせをキーに本人確認
情報の検索を行い、検索条件に該当する本人確認情報の一覧を画面上に表示する

[ ] 情報提供ネットワークシステム [ ] 庁内連携システム

[ ] 住民基本台帳ネットワークシステム [ ] 既存住民基本台帳システム

[ ] 宛名システム等 [ ] 税務システム

[ ○ ] その他 （ 住基ＧＷサーバ )

 システム6～10

 システム6

 ①システムの名称 宛名システム

①住登者宛名管理機能
　 住登者を住記システムより連携、管理する機能
②住登外・事業所宛名管理機能
　 住登外・事業所宛名を登録・修正する機能
③共有宛名管理機能
　 共有代表者の宛名を登録・修正する機能
④送付先管理機能
　 現住所と異なる送付先を登録・修正する機能
⑤納税関係者管理機能
　 相続人や納税管理等の納税関係者を登録・修正する機能
⑥連絡先管理機能
　 電話番号等の連絡先を登録・修正する機能
⑦口座管理機能
　 振替口座・還付口座を登録・修正する機能
⑧世帯管理機能
　 住登外者を世帯に加入・脱退する機能
⑨納税組合管理機能
　 納税組合やそれに属する組合員を登録・修正する機能
⑩他システム連携機能
　 税務システムや福祉系システム等と連携する機能

[ ] 情報提供ネットワークシステム [ ] 庁内連携システム

[ ] 住民基本台帳ネットワークシステム [ ○ ] 既存住民基本台帳システム

[ ] 宛名システム等 [ ○ ] 税務システム

[ ○ ] その他 （ 番号連携サーバ（団体内統合宛名システム） )

 ②システムの機能

 ③他のシステムとの接続

 ②システムの機能

 ③他のシステムとの接続



 システム7

 ①システムの名称 個人住民税システム

①納税義務者把握機能
　 課税対象者となる納税義務者（給与支払報告書亭主る事業所含む）を把握する機能
②申告書登録機能
　 課税対象者から申請される申告書等（課税資料）をシステムに登録する機能
③当初賦課機能
　 登録されている資料情報から対象年度の賦課を決定する機能
④賦課更正機能
　 課税対象者の移動に伴い、賦課情報を更正する機能
⑤課税整理・調査機能
　 扶養関係情報が未特定の対象者を調査する機能
⑥庁外向け資料作成機能
　 住民登録外課税通知など庁外向けの資料を作成する機能
⑦証明書発行機能
　 各種証明書を窓口業務向けに発行する機能
⑧統計管理機能
　 個人住民税業務における調定表等の統計資料を作成する機能
⑨他システム連携機能
　 収納システムやイメージ管理システム等と連携する機能

[ ] 情報提供ネットワークシステム [ ○ ] 庁内連携システム

[ ] 住民基本台帳ネットワークシステム [ ] 既存住民基本台帳システム

[ ○ ] 宛名システム等 [ ○ ] 税務システム

[ ○ ] その他 （ 課税原票管理システム )

 システム8

 ①システムの名称 固定資産税システム

【土地】
　①土地台帳：土地表示情報および土地権利情報の管理を行う機能
　②土地課税台帳：土地課税情報の管理を行う機能
　③土地仮計算機能：評価額、課税標準額のシミュレーションを行う機能
　④統計資料：評価上昇割合調べ、土地総評価見込資料を出力する機能
【家屋】
　①家屋台帳：家屋表示情報、家屋権利情報および家屋評価明細情報の管理を行う機能
　②家屋課税台帳：家屋課税情報の管理を行う機能
【償却】
　①償却申告管理：所有者より申告された申告書情報の管理を行う機能
　②償却課税異動：償却課税情報の管理を行う機能
【賦課】
　③当初賦課機能：当初課税データより名寄せし、対象年度の賦課を決定する機能
　④賦課更正機能：更正課税データより名寄せし、賦課情報を更正する機能
【その他】
　①評価替え：土地評価替計算および家屋評価替計算を行う機能
　②共有者管理：共有者とその内訳を管理する機能
　③証明書発行機能：各種証明書を窓口業務向けに発行する機能 
　④統計管理機能：固定資産税業務における調定表等の統計資料を作成する機能
　⑤他システム連携機能：収納・滞納管理システム、GISシステム、家屋評価システム、概要調書等と連
携する機能

[ ] 情報提供ネットワークシステム [ ] 庁内連携システム

[ ] 住民基本台帳ネットワークシステム [ ] 既存住民基本台帳システム

[ ○ ] 宛名システム等 [ ○ ] 税務システム

[ ] その他 （ )

 ②システムの機能

 ③他のシステムとの接続

 ②システムの機能

 ③他のシステムとの接続



＜選択肢＞
1) 実施する
2) 実施しない
3) 未定

 システム9

 ①システムの名称 軽自動車税システム

①納税義務者把握機能
　 課税対象者となる納税義務者を把握する機能
②申告書登録機能
　 課税対象者から申請される申告書等（課税資料）をシステムに登録する機能
③当初賦課機能
　 登録されている情報から対象年度の賦課を決定する機能
④賦課更正機能
　 登録されている情報の変更に伴い、賦課情報を更正する機能
⑤統計管理機能
　 軽自動車税業務における調定表等の統計資料を作成する機能
⑥他システム連携機能
　 収納システムと連携する機能

[ ] 情報提供ネットワークシステム [ ] 庁内連携システム

[ ] 住民基本台帳ネットワークシステム [ ] 既存住民基本台帳システム

[ ○ ] 宛名システム等 [ ○ ] 税務システム

[ ] その他 （ )

 ３．特定個人情報ファイル名

（１）宛名特定個人情報ファイル
（２）収納特定個人情報ファイル

 ４．個人番号の利用 ※

 法令上の根拠
行政手続における特定の個人を識別するための番号の利用等に関する法律（番号法）
（平成25年5月31日法律第27号）
番号法第9条第1項別表24の項

 ５．情報提供ネットワークシステムによる情報連携 ※

 ①実施の有無 [ 実施する ]

 ②法令上の根拠 番号法第19条第8号に基づく主務省令　第2条の表48の項

 ６．評価実施機関における担当部署

 ①部署 財政部税務管理課

 ②所属長の役職名 税務管理課長

 ７．他の評価実施機関

 ②システムの機能

 ③他のシステムとの接続



＜選択肢＞
1） システム用ファイル
2） その他の電子ファイル（表計算ファイル等）

＜選択肢＞
1） 1万人未満
2） 1万人以上10万人未満
3） 10万人以上100万人未満
4） 100万人以上1,000万人未満
5） 1,000万人以上

＜選択肢＞
1） 10項目未満 2） 10項目以上50項目未満
3） 50項目以上100項目未満 4） 100項目以上

Ⅱ　特定個人情報ファイルの概要
 １．特定個人情報ファイル名

（１）宛名特定個人情報ファイル

 ２．基本情報　

 ①ファイルの種類　※ [ システム用ファイル ]

 ②対象となる本人の数 [ 10万人以上100万人未満 ]

 ③対象となる本人の範囲　※
住民基本台帳に登録されており、個人番号を有する者　および
住民基本台帳に登録されていない住登外者のうち、個人番号を有する者

 その必要性 納税義務者について適正な収納、滞納整理事務を行うため。

 ④記録される項目 [ 100項目以上 ]

・識別情報

[ ○ ] 個人番号 [ ] 個人番号対応符号 [ ○ ] その他識別情報（内部番号）

・連絡先等情報

[ ○ ] 4情報（氏名、性別、生年月日、住所） [ ○ ] 連絡先（電話番号等）

[ ○ ] その他住民票関係情報

・業務関係情報

[ ] 国税関係情報 [ ] 地方税関係情報 [ ] 健康・医療関係情報

[ ] 医療保険関係情報 [ ] 児童福祉・子育て関係情報 [ ] 障害者福祉関係情報

[ ] 生活保護・社会福祉関係情報 [ ] 介護・高齢者福祉関係情報

[ ] 雇用・労働関係情報 [ ] 年金関係情報 [ ] 学校・教育関係情報

[ ] 災害関係情報

[ ] その他 （ ）

 その妥当性
・個人番号、４情報、その他住民票関係情報
　市町村事務処理（課税処理や帳票への番号出力など）を行うために必要な情報として、本人確認情報
（個人番号、４情報及びこれらの変更情報）を管理する必要がある。

 全ての記録項目 別添１を参照。

 ⑤保有開始日 令和7年2月1日

 ⑥事務担当部署
財政部税務管理課、財政部市民税課、財政部固定資産税課、市民部市民課、市民サービスコーナー、
市民部各支所市民生活課（鹿島支所、島根支所、美保関支所、八雲支所、玉湯支所、宍道支所、八束
支所、東出雲支所）

 ３．特定個人情報の入手・使用

[ ○ ] 本人又は本人の代理人

[ ○ ] 評価実施機関内の他部署 （ ）

[ ] 行政機関・独立行政法人等 （ ）

[ ] 地方公共団体・地方独立行政法人 （ ）

[ ] 民間事業者 （ ）

[ ○ ] その他 （ 住民基本台帳ネットワークシステム（市町村CS） ）

 主な記録項目　※

 ①入手元　※



＜選択肢＞
1） 10人未満 2） 10人以上50人未満
3） 50人以上100人未満 4） 100人以上500人未満
5） 500人以上1,000人未満 6） 1,000人以上

＜選択肢＞
1） 委託する 2） 委託しない

＜選択肢＞
1） 10人未満 2） 10人以上50人未満
3） 50人以上100人未満 4） 100人以上500人未満
5） 500人以上1,000人未満 6） 1,000人以上

＜選択肢＞
1） 再委託する 2） 再委託しない

[ ○ ] 紙 [ ] 電子記録媒体（フラッシュメモリを除く。） [ ] フラッシュメモリ

[ ] 電子メール [ ] 専用線 [ ○ ] 庁内連携システム

[ ] 情報提供ネットワークシステム

[ ○ ] その他 （ 住民基本台帳ネットワークシステム ）

 ③使用目的　※
・市町村における事務処理（収納処理や帳票への番号出力など）を行うため。
・番号を利用した本人特定を実施するため。

 使用部署 財政部税務管理課

 使用者数 [ 10人以上50人未満 ]

 情報の突合

・宛名特定個人情報ファイルを更新する際に、受領した本人確認情報に関する更新データと宛名特定個
人情報ファイルを、宛名コードをもとに突合する。
・本人確認書類を用いて本人確認を行う際に、提示を受けた本人確認書類と宛名特定個人情報ファイル
を、宛名コードをもとに突合する。

 ⑥使用開始日 令和7年2月1日

 ４．特定個人情報ファイルの取扱いの委託

 委託の有無　※
[ 委託する ]

（ 1 ）　件

 委託事項1 松江市標準準拠システム整備事業・運用業務

 ①委託内容
松江市標準準拠システム（宛名システム）の運用管理、バッチ処理、オンライン稼働監視、データパン
チ、帳票印刷、障害対応及び仕様変更等を行うシステムの運用維持管理業務

 ②委託先における取扱者数 [ 10人以上50人未満 ]

 ③委託先名 松江市行政情報システムサービス共同企業体　代表企業　株式会社テクノプロジェクト

 ④再委託の有無　※ [ 再委託する ]

 ⑤再委託の許諾方法 再委託申請（事業者名、作業者、作業内容、作業期間、作業場所等記載）に対する承認

 ⑥再委託事項 ハードウェア保守、遠隔地媒体保管等

 委託事項2～5

 委託事項6～10

 委託事項11～15

 委託事項16～20

 ②入手方法

 ④使用の主体

 ⑤使用方法

①本人確認書類（申請書、個人番号カード等）に記載された個人番号による本人確認および本人特定
②番号法第９条　別表の事務における各種帳票への個人番号の記載
③４情報（氏名、住所、性別、生年月日）の組合せをキーに宛名特定個人情報ファイルの検索を行う。
④住登者の再転入、住登外者の転入時などの同一人であることの識別キーとしての利用
⑤番号法第９条に基づく個人番号の利用

再
委
託



＜選択肢＞
1） 1万人未満
2） 1万人以上10万人未満
3） 10万人以上100万人未満
4） 100万人以上1,000万人未満
5） 1,000万人以上

＜選択肢＞
1） 1万人未満
2） 1万人以上10万人未満
3） 10万人以上100万人未満
4） 100万人以上1,000万人未満
5） 1,000万人以上

 ５．特定個人情報の提供・移転（委託に伴うものを除く。）

 提供・移転の有無
[ ] 提供を行っている （ ） 件 [ ] 移転を行っている （ ） 件

[ ○ ] 行っていない

 提供先1

 ①法令上の根拠

 ②提供先における用途

 ③提供する情報

 ④提供する情報の対象となる
本人の数

[ ]

 ⑤提供する情報の対象となる
本人の範囲

[ ] 情報提供ネットワークシステム [ ] 専用線

[ ] 電子メール [ ] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [ ] 紙

[ ] その他 （ ）

 ⑦時期・頻度

 提供先2～5

 提供先6～10

 提供先11～15

 提供先16～20

 移転先1　

 ①法令上の根拠

 ②移転先における用途

 ③移転する情報

 ④移転する情報の対象となる
本人の数

[ ]

 ⑤移転する情報の対象となる
本人の範囲

[ ] 庁内連携システム [ ] 専用線

[ ] 電子メール [ ] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [ ] 紙

[ ] その他 （ ）

 ⑦時期・頻度

 移転先2～5

 移転先6～10

 移転先11～15

 移転先16～20

 ⑥提供方法

 ⑥移転方法



 ６．特定個人情報の保管・消去

 保管場所　※

＜松江市における措置＞
　下記の措置を講じるデータセンター内のサーバー室に設置したサーバー内に保管され、バックアップ媒
体は同データセンター内の保管室に保管される。
　①データセンターは、有人受付とセキュリティゲートによる入館管理を行っている。
　②サーバー室は、ＩＣカードとパスワードによる個人認証及び生体認証による入室管理を行っている。
　③サーバーへのアクセスは、ＩＤ及びパスワードによる認証を必要とする。
　④保管室は、生体認証による入室管理を行っている。

　バックアップ媒体については、上記データセンター以外にも、下記の措置を講じる別のデータセンター
内の保管室に保管される。
　⑤データセンターは、事前申請方式の有人受付による入館管理を行っている。
　⑥保管室は、生体認証による入室管理を行っている。
　⑦バックアップ媒体の移動及び保管にあたっては、ＧＰＳによる所在確認が可能なケースに格納する。

　紙媒体については、下記の措置を講じる。
　⑧廃棄予定の情報も含め、鍵付きのキャビネットへ保管している。
　⑨鍵の保管場所については関係者以外には知らせず、部外者の入手を制限している。

＜中間サーバー・プラットフォームにおける措置＞
　①中間サーバー・プラットフォームはデータセンターに設置しており、データセンターへの入館及びサー
バー室への入室を厳重に管理する。
　②特定個人情報は、サーバー室に設置された中間サーバーのデータベース内に保存され、バックアッ
プもデータベース上に保存される。

＜ガバメントクラウドにおける措置＞
　①サーバー等はクラウド事業者が保有・管理する環境に設置し、設置場所のセキュリティ対策はクラウ
ド事業者が実施する。なお、クラウド事業者はISMAPのリストに登録されたクラウドサービス事業者であ
り、セキュリティ管理策が適切に実施されているほか、次を満たすものとする。
　・ISO/IEC27017、ISO/IEC27018の認証を受けていること。
　・日本国内でのデータ保管を条件としていること。
　②特定個人情報は、クラウド事業者が管理するデータセンター内のデータベースに保存され、バック
アップも日本国内に設置された複数のデータセンターのうち本番環境とは別のデータセンター内に保存
される。

 ７．備考

＜ガバメントクラウドにおける措置＞
　①特定個人情報の消去は松江市からの操作によって実施される。松江市の業務データは国及びガバメントクラウドのクラウド事業者
にはアクセスが制御されているため特定個人情報を消去することはない。
　②クラウド事業者がHDDやSSDなどの記録装置等を障害やメンテナンス等により交換する際にデータの復元がなされないよう、クラウ
ド事業者において、NIST 800-88、ISO/IEC27001等にしたがって確実にデータを消去する。
　③既存システムについては、松江市が委託した開発事業者が既存の環境からガバメントクラウドへ移行することになるが、移行に際し
ては、データ抽出及びクラウド環境へのデータ投入、並びに利用しなくなった環境の破棄等を実施する。



 （別添１） 特定個人情報ファイル記録項目

（１）宛名特定個人情報ファイル
１．個人番号、２．宛名番号、３．業務コード、４．履歴番号、５．世帯番号、６．世帯識別番号、７．住民票コード、８．住民番号、９．個人
法人区分、１０．個人法人詳細区分、１１．通称名優先区分、１２．通称名区分、１３．カナ氏名、１４．カナ通称名、１５．カナ名、１６．カナ
旧氏、１７．漢字氏名、１８．漢字通称名、１９．漢字名、２０．旧氏、２１．英字氏名、２２．生年月日、２３．性別、２４．続柄１、２５．続柄２、
２６．続柄３、２７．続柄４、２８．市内市外区分、２９．市外住所コード、３０．住所自治体コード、３１．住所町名コード、３２．住所番地コー
ド、３３．住所枝番コード、３４．住所小枝番コード、３５．住所枝番３コード、３６．住所番地編集区分、３７．住所、３８．方書、３９．郵便番
号、４０．電話番号、４１．本籍地、４２．筆頭者名、４３．前市内市外区分、４４．前市外住所コード、４５．前住所自治体コード、４６．前住
所町名コード、４７．前住所番地コード、４８．前住所枝番コード、４９．前住所小枝番コード、５０．前住所枝番３コード、５１．前住所番地
編集区分、５２．前住所、５３．前住所方書、５４．前住所郵便番号、５５．先住所都道府県コード、５６．先住所市区町村コード、５７．先住
所、５８．先住所方書、５９．先住所郵便番号、６０．登記事業所名－カナ名、６１．登記事業所名－漢字名、６２．登記所在地－市内市外
区分、６３．登記所在地－市外住所コード、６４．登記所在地－住所自治体コード、６５．登記所在地－住所町名コード、６６．登記所在地
－住所番地コード、６７．登記所在地－住所枝番コード、６８．登記所在地－住所小枝番コード、６９．登記所在地－住所枝番３コード、７
０．登記所在地－住所番地編集区分、７１．登記所在地－住所、７２．登記所在地－方書、７３．登記所在地－郵便番号、７４．自治体
コード、７５．支所コード、７６．行政区コード、７７．選挙区コード、７８．小学校区コード、７９．中学校区コード、８０．異動理由コード、８１．
異動事由コード、８２．異動事由コード－判定用、８３．国籍コード、８４．登録日、８５．異動日、８６．届出日、８７．住民日、８８．住民届出
日、８９．住定日、９０．住定届出日、９１．消除日、９２．消除届出日、９３．消除事由コード、９４．宛名消除日、９５．宛名消除事由コー
ド、９６．在留の資格コード、９７．在留カード等番号、９８．在留カード等番号区分、９９．在留期間、１００．在留期間開始日、１０１．在留
期間終了日、１０２．設置日、１０３．設置届出日、１０４．廃止日、１０５．廃止届出日、１０６．法人種別コード、１０７．法人種別位置区
分、１０８．登記事業所名－法人種別コード、１０９．登記事業所名－法人種別位置区分、１１０．産業分類コード、１１１．事業所区分、１
１２．本支店区分、１１３．宛名グループ番号、１１４．代表者宛名番号、１１５．共有者数、１１６．共有有無フラグ、１１７．共有構成員有無
フラグ、１１８．代表者個人法人区分、１１９．使用禁止フラグ、１２０．使用禁止異動日、１２１．作成所属自治体コード、１２２．作成所属
コード、１２３．更新所属自治体コード、１２４．更新所属コード、１２５．人的非課税区分－軽自、１２６．人的非課税区分事由コード－軽
自、１２７．人的非課税区分－固定、１２８．人的非課税区分事由コード－固定、１２９．点字フラグ、１３０．ＤＶフラグ、１３１．自治体コー
ド、１３２．送付先税目コード、１３３．送付先車両コード、１３４．送付先管理区分、１３５．送付先履歴番号、１３６．送付先区分、１３７．送
付先個人法人区分、１３８．送付先カナ氏名、１３９．送付先カナ支店名、１４０．送付先漢字氏名、１４１．送付先漢字支店名、１４２．送
付先法人種別コード、１４３．送付先法人種別位置区分、１４４．送付先市内市外区分、１４５．送付先市外住所コード、１４６．送付先住
所自治体コード、１４７．送付先住所町名コード、１４８．送付先住所番地コード、１４９．送付先住所枝番コード、１５０．送付先住所小枝
番コード、１５１．送付先住所枝番３コード、１５２．送付先住所番地編集区分、１５３．送付先住所、１５４．送付先方書、１５５．送付先郵
便番号、１５６．送付先電話番号区分、１５７．送付先電話番号、１５８．送付先電話番号内線、１５９．送付先特宛人宛名番号、１６０．送
付先異動日、１６１．送付先異動理由コード、１６２．送付先開始理由コード、１６３．送付先開始日、１６４．送付先終了理由コード、１６５．
送付先終了日、１６６．送付先使用禁止フラグ、１６７．送付先使用禁止異動日、１６８．特宛人税目コード、１６９．特宛人車両コード、１７
０．特宛人送付先管理区分、１７１．特宛人履歴番号、１７２．特宛人送付先区分、１７３．特宛人個人法人区分、１７４．特宛人カナ氏名、
１７５．特宛人カナ支店名、１７６．特宛人漢字氏名、１７７．特宛人漢字支店名、１７８．特宛人法人種別コード、１７９．特宛人法人種別
位置区分、１８０．特宛人市内市外区分、１８１．特宛人市外住所コード、１８２．特宛人住所自治体コード、１８３．特宛人住所町名コー
ド、１８４．特宛人住所番地コード、１８５．特宛人住所枝番コード、１８６．特宛人住所小枝番コード、１８７．特宛人住所枝番３コード、１８
８．特宛人住所番地編集区分、１８９．特宛人住所、１９０．特宛人方書、１９１．特宛人郵便番号、１９２．特宛人電話番号区分、１９３．特
宛人電話番号、１９４．特宛人電話番号内線、１９５．特宛人宛名番号、１９６．特宛人異動日、１９７．特宛人異動理由コード、１９８．特宛
人送付先開始理由コード、１９９．特宛人開始日、２００．特宛人送付先終了理由コード、２０１．特宛人終了日、２０２．特宛人使用禁止フ
ラグ、２０３．特宛人使用禁止異動日、２０４．連絡先税目コード、２０５．連絡先連番、２０６．連絡先最優先区分、２０７．連絡先区分、２０
８．連絡先電話番号、２０９．連絡先電話番号内線、２１０．連絡先ＦＡＸ番号、２１１．連絡先名称、２１２．連絡先異動日、２１３．連絡先異
動理由コード、２１４．連絡先開始理由コード、２１５．連絡先開始日、２１６．連絡先終了理由コード、２１７．連絡先終了日、２１８．振替口
座税目コード、２１９．振替口座車両コード、２２０．振替口座口振種別、２２１．振替口座履歴番号、２２２．振替口座納付種別、２２３．振
替口座クレジット区分、２２４．振替口座金融機関コード、２２５．振替口座支店コード、２２６．振替口座種別、２２７．振替口座番号、２２
８．振替口座名義人カナ氏名、２２９．振替口座名義人漢字氏名、２３０．振替口座本人区分、２３１．振替口座異動理由コード、２３２．振
替口座異動事由コード、２３３．振替口座異動日、２３４．振替口座開始日、２３５．振替口座終了日、２３６．振替口座開始期、２３７．振替
口座終了期、２３８．振替口座申込日、２３９．振替口座依頼書発行済フラグ、２４０．振替口座通知済フラグ、２４１．振替口座振替済通
知有無フラグ、２４２．振替口座受付番号、２４３．振替口座電話番号、２４４．還付口座税目コード、２４５．還付口座車両コード、２４６．
還付口座口振種別、２４７．還付口座履歴番号、２４８．還付口座納付種別、２４９．還付口座クレジット区分、２５０．還付口座金融機関
コード、２５１．還付口座支店コード、２５２．還付口座種別、２５３．還付口座番号、２５４．還付口座名義人カナ氏名、２５５．還付口座名
義人漢字氏名、２５６．還付口座本人区分、２５７．還付口座異動理由コード、２５８．還付口座異動事由コード、２５９．還付口座異動日、
２６０．還付口座開始日、２６１．還付口座終了日、２６２．還付口座開始期、２６３．還付口座終了期、２６４．還付口座申込日、２６５．還
付口座依頼書発行済フラグ、２６６．還付口座通知済フラグ、２６７．還付口座振替済通知有無フラグ、２６８．還付口座受付番号、２６９．
還付口座電話番号、２７０．発行禁止税目コード、２７１．発行制限条件コード、２７２．発行禁止異動日、２７３．発行禁止設定日、２７４．
発行禁止解除日、２７５．発行禁止設定理由コード、２７６．発行禁止解除理由コード、２７７．関連相手先宛名番号、２７８．関連最新宛
名番号、２７９．関連事由コード、２８０．関連異動日



＜選択肢＞
1） システム用ファイル
2） その他の電子ファイル（表計算ファイル等）

＜選択肢＞
1） 1万人未満
2） 1万人以上10万人未満
3） 10万人以上100万人未満
4） 100万人以上1,000万人未満
5） 1,000万人以上

＜選択肢＞
1） 10項目未満 2） 10項目以上50項目未満
3） 50項目以上100項目未満 4） 100項目以上

Ⅱ　特定個人情報ファイルの概要
 １．特定個人情報ファイル名

（２）収納特定個人情報ファイル

 ２．基本情報　

 ①ファイルの種類　※ [ システム用ファイル ]

 ②対象となる本人の数 [ 10万人以上100万人未満 ]

 ③対象となる本人の範囲　※ 松江市において、課税徴収対象者となっている者のうち、個人番号を有する者

 その必要性 納税義務者について適正な収納、滞納整理事務を行うため。

 ④記録される項目 [ 100項目以上 ]

・識別情報

[ ] 個人番号 [ ] 個人番号対応符号 [ ○ ] その他識別情報（内部番号）

・連絡先等情報

[ ○ ] 4情報（氏名、性別、生年月日、住所） [ ○ ] 連絡先（電話番号等）

[ ] その他住民票関係情報

・業務関係情報

[ ○ ] 国税関係情報 [ ○ ] 地方税関係情報 [ ] 健康・医療関係情報

[ ] 医療保険関係情報 [ ] 児童福祉・子育て関係情報 [ ] 障害者福祉関係情報

[ ] 生活保護・社会福祉関係情報 [ ] 介護・高齢者福祉関係情報

[ ] 雇用・労働関係情報 [ ] 年金関係情報 [ ] 学校・教育関係情報

[ ] 災害関係情報

[ ○ ] その他 （ 金融機関口座情報、公金受取口座登録・連携ファイル関係情報 ）

 その妥当性

宛名特定個人情報ファイルとその他識別番号（内部番号）を通じて紐付けされているファイルであり、実
際の市町村事務処理を実施する上で、本ファイルより個人番号の取得が実施されるため管理が必要で
ある。
・その他識別情報
　宛名特定個人情報ファイルより個人番号を取得するために必要
・４情報
　収納・還付事務に伴う本人への通知・連絡に必要
・連絡先
　還付事務に伴う本人への通知・連絡に必要
・国税関係情報、地方税関係情報
　還付事務などに必要
・金融機関口座情報
　収納・還付事務に伴う税の口座振替・振込に必要
・公金受取口座登録・連携ファイル関係情報
　公金受取口座利用の希望があった場合、支給先の口座を把握するために必要

 全ての記録項目 別添１を参照。

 ⑤保有開始日 令和7年2月1日

 ⑥事務担当部署
財政部税務管理課、財政部市民税課、財政部固定資産税課、市民部市民課、市民サービスコーナー、
市民部各支所市民生活課（鹿島支所、島根支所、美保関支所、八雲支所、玉湯支所、宍道支所、八束
支所、東出雲支所）

 主な記録項目　※



＜選択肢＞
1） 10人未満 2） 10人以上50人未満
3） 50人以上100人未満 4） 100人以上500人未満
5） 500人以上1,000人未満 6） 1,000人以上

＜選択肢＞
1） 委託する 2） 委託しない

＜選択肢＞
1） 10人未満 2） 10人以上50人未満
3） 50人以上100人未満 4） 100人以上500人未満
5） 500人以上1,000人未満 6） 1,000人以上

＜選択肢＞
1） 再委託する 2） 再委託しない

 ３．特定個人情報の入手・使用

[ ○ ] 本人又は本人の代理人

[ ○ ] 評価実施機関内の他部署 （ ）

[ ] 行政機関・独立行政法人等 （ ）

[ ] 地方公共団体・地方独立行政法人 （ ）

[ ○ ] 民間事業者 （ ）

[ ] その他 （ ）

[ ○ ] 紙 [ ○ ] 電子記録媒体（フラッシュメモリを除く。） [ ] フラッシュメモリ

[ ] 電子メール [ ] 専用線 [ ○ ] 庁内連携システム

[ ] 情報提供ネットワークシステム

[ ○ ] その他 （ 収納データ統合システム ）

 ③使用目的　※ 課税徴収対象者の適正な把握・管理を行うため。

 使用部署 財政部税務管理課

 使用者数 [ 10人以上50人未満 ]

 情報の突合
税収納滞納整理に関する事務において、内部識別番号の宛名コードと宛名特定個人情報ファイルの宛
名コードを紐付けて使用する。

 ⑥使用開始日 令和7年2月1日

 ４．特定個人情報ファイルの取扱いの委託

 委託の有無　※
[ 委託する ]

（ 1 ）　件

 委託事項1 松江市標準準拠システム整備事業・運用業務

 ①委託内容
松江市標準準拠システム（宛名システム）の運用管理、バッチ処理、オンライン稼働監視、データパン
チ、帳票印刷、障害対応及び仕様変更等を行うシステムの運用維持管理業務

 ②委託先における取扱者数 [ 10人以上50人未満 ]

 ③委託先名 松江市行政情報システムサービス共同企業体　代表企業　株式会社テクノプロジェクト

 ④再委託の有無　※ [ 再委託する ]

 ⑤再委託の許諾方法 再委託申請（事業者名、作業者、作業内容、作業期間、作業場所等記載）に対する承認

 ⑥再委託事項 ハードウェア保守、遠隔地媒体保管等

 委託事項2～5

 委託事項6～10

 委託事項11～15

 委託事項16～20

 ①入手元　※

 ②入手方法

 ④使用の主体

 ⑤使用方法 納税者からの問い合わせや申請に対して、個人番号を用いて本人確認を行う。

再
委
託



＜選択肢＞
1） 1万人未満
2） 1万人以上10万人未満
3） 10万人以上100万人未満
4） 100万人以上1,000万人未満
5） 1,000万人以上

＜選択肢＞
1） 1万人未満
2） 1万人以上10万人未満
3） 10万人以上100万人未満
4） 100万人以上1,000万人未満
5） 1,000万人以上

 ５．特定個人情報の提供・移転（委託に伴うものを除く。）

 提供・移転の有無
[ ] 提供を行っている （ ） 件 [ ] 移転を行っている （ ） 件

[ ○ ] 行っていない

 提供先1

 ①法令上の根拠

 ②提供先における用途

 ③提供する情報

 ④提供する情報の対象となる
本人の数

[ ]

 ⑤提供する情報の対象となる
本人の範囲

[ ] 情報提供ネットワークシステム [ ] 専用線

[ ] 電子メール [ ] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [ ] 紙

[ ] その他 （ ）

 ⑦時期・頻度

 提供先2～5

 提供先6～10

 提供先11～15

 提供先16～20

 移転先1　

 ①法令上の根拠

 ②移転先における用途

 ③移転する情報

 ④移転する情報の対象となる
本人の数

[ ]

 ⑤移転する情報の対象となる
本人の範囲

[ ] 庁内連携システム [ ] 専用線

[ ] 電子メール [ ] 電子記録媒体（フラッシュメモリを除く。）

[ ] フラッシュメモリ [ ] 紙

[ ] その他 （ ）

 ⑦時期・頻度

 移転先2～5

 移転先6～10

 移転先11～15

 移転先16～20

 ⑥提供方法

 ⑥移転方法



 ６．特定個人情報の保管・消去

 保管場所　※

＜松江市における措置＞
　下記の措置を講じるデータセンター内のサーバー室に設置したサーバー内に保管され、バックアップ媒
体は同データセンター内の保管室に保管される。
　①データセンターは、有人受付とセキュリティゲートによる入館管理を行っている。
　②サーバー室は、ＩＣカードとパスワードによる個人認証及び生体認証による入室管理を行っている。
　③サーバーへのアクセスは、ＩＤ及びパスワードによる認証を必要とする。
　④保管室は、生体認証による入室管理を行っている。

　バックアップ媒体については、上記データセンター以外にも、下記の措置を講じる別のデータセンター
内の保管室に保管される。
　⑤データセンターは、事前申請方式の有人受付による入館管理を行っている。
　⑥保管室は、生体認証による入室管理を行っている。
　⑦バックアップ媒体の移動及び保管にあたっては、ＧＰＳによる所在確認が可能なケースに格納する。

　紙媒体については、下記の措置を講じる。
　⑧廃棄予定の情報も含め、鍵付きのキャビネットへ保管している。
　⑨鍵の保管場所については関係者以外には知らせず、部外者の入手を制限している。

＜中間サーバー・プラットフォームにおける措置＞
　①中間サーバー・プラットフォームはデータセンターに設置しており、データセンターへの入館及びサー
バー室への入室を厳重に管理する。
　②特定個人情報は、サーバー室に設置された中間サーバーのデータベース内に保存され、バックアッ
プもデータベース上に保存される。

＜ガバメントクラウドにおける措置＞
　①サーバー等はクラウド事業者が保有・管理する環境に設置し、設置場所のセキュリティ対策はクラウ
ド事業者が実施する。なお、クラウド事業者はISMAPのリストに登録されたクラウドサービス事業者であ
り、セキュリティ管理策が適切に実施されているほか、次を満たすものとする。
　・ISO/IEC27017、ISO/IEC27018の認証を受けていること。
　・日本国内でのデータ保管を条件としていること。
　②特定個人情報は、クラウド事業者が管理するデータセンター内のデータベースに保存され、バック
アップも日本国内に設置された複数のデータセンターのうち本番環境とは別のデータセンター内に保存
される。

 ７．備考

＜ガバメントクラウドにおける措置＞
　①特定個人情報の消去は松江市からの操作によって実施される。松江市の業務データは国及びガバメントクラウドのクラウド事業者
にはアクセスが制御されているため特定個人情報を消去することはない。
　②クラウド事業者がHDDやSSDなどの記録装置等を障害やメンテナンス等により交換する際にデータの復元がなされないよう、クラウ
ド事業者において、NIST 800-88、ISO/IEC27001等にしたがって確実にデータを消去する。
　③既存システムについては、松江市が委託した開発事業者が既存の環境からガバメントクラウドへ移行することになるが、移行に際し
ては、データ抽出及びクラウド環境へのデータ投入、並びに利用しなくなった環境の破棄等を実施する。



 （別添１） 特定個人情報ファイル記録項目

（２）収納特定個人情報ファイル
１．税保コード、２．税目コード、３．調定年度、４．課税年度、５．通知書番号、６．事業年度開始日、７．申告区分、８．申告連番、９．申
告履歴番号、１０．宛名番号、１１．自治体コード、１２．収納異動連番、１３．口振不能回数、１４．年調定額、１５．前納報奨金、１６．前納
報奨金予備、１７．支払済報奨金、１８．支払済報奨金予備、１９．個人基本種別コード、２０．汎用連携番号、２１．都市計画税区分、２
２．法定納期限、２３．更正決定通知日、２４．所得税更正通知日、２５．特土徴収区分、２６．事業年度終了日、２７．申告期限、２８．申
告基準日、２９．申告年月日、３０．確定申告日、３１．更正請求日、３２．指定納期限、３３．低率終了日、３４．除算期間開始日、３５．除
算期間終了日、３６．申告基礎区分、３７．申告基礎年月日、３８．延長申告期限、３９．調定履歴有無フラグ、４０．法人番号、４１．指定
番号、４２．強制作成フラグ、４３．期別、４４．月別、４５．調定履歴番号、４６．申告履歴番号、４７．納期限、４８．課税状況コード、４９．
車両コード、５０．車両履歴番号、５１．車検有無フラグ、５２．汎用連携番号、５３．更正事由コード、５４．調定年月、５５．更正日、５６．
完納日、５７．最終領収日、５８．最終収入日、５９．本税調定額、６０．本税収入額、６１．本税仮消込額、６２．本税未納額、６３．本税過
誤納額、６４．本税過誤納処理中額、６５．督促手数料調定額、６６．督促手数料収入額、６７．督促手数料仮消込額、６８．督促手数料
未納額、６９．督促手数料過誤納額、７０．督促手数料過誤納処理中額、７１．延滞金調定額、７２．延滞金収入額、７３．延滞金仮消込
額、７４．延滞金未納額、７５．延滞金過誤納額、７６．延滞金過誤納処理中額、７７．申告加算金種類、７８．申告加算金調定額、７９．申
告加算金収入額、８０．申告加算金仮消込額、８１．申告加算金未納額、８２．申告加算金過誤納額、８３．申告加算金過誤納処理中
額、８４．退職納入申告日、８５．退職人員数、８６．退職通知書発付日、８７．退職市区町村民税差額、８８．退職都道府県民税差額、８
９．督促納付番号、９０．督促確認番号、９１．督促停止管理番号、９２．督促停止区分、９３．督促状停止理由コード、９４．督促状発行
日、９５．本税督促状発行日、９６．延滞金督促状発行日、９７．督促公示日、９８．督促納期、９９．督促取消日、１００．時効予定日、１０
１．時効予定日延滞金、１０２．時効予定日督促手数料、１０３．不納欠損処理日、１０４．不納欠損区分、１０５．不納欠損事由コード、１０
６．不納欠損処理日延滞金、１０７．不納欠損区分延滞金、１０８．不納欠損事由コード延滞金、１０９．不納欠損処理日督促手数料、１１
０．不納欠損区分督促手数料、１１１．不納欠損事由コード督促手数料、１１２．不納欠損処理日申告加算金、１１３．不納欠損区分申告
加算金、１１４．不納欠損事由コード申告加算金、１１５．退職調定入力フラグ、１１６．延滞金減免区分、１１７．延滞金執行日、１１８．口
座振替区分、１１９．振替金額、１２０．口振不能理由コード、１２１．口座振替日、１２２．変更納期限、１２３．法定納期限等、１２４．催告
書発行日、１２５．催告納期、１２６．授命年月日、１２７．納期特例区分、１２８．延滞金補正区分、１２９．共有宛名番号、１３０．内訳調定
額１～６、１３１．国保徴収区分、１３２．賦課時年金保険者コード、１３３．納付時年金保険者コード、１３４．消込子番、１３５．調書番号、
１３６．分納回数、１３７．領収日、１３８．収入日、１３９．納付区分、１４０．収納種別、１４１．納付書種類、１４２．納付チャネル区分、１４
３．納付番号、１４４．確認番号、１４５．消込金額、１４６．消込本税額、１４７．消込督促手数料、１４８．消込延滞金、１４９．消込申告加
算金、１５０．消込報奨金、１５１．消込法人税割額、１５２．消込法人均等割額、１５３．機械処理日、１５４．括束番号、１５５．括束連番、
１５６．確認前領収日、１５７．収納更正日、１５８．収納更正元子番、１５９．振替処理日、１６０．振替理由コード、１６１．振替税目コード、
１６２．振替調定年度、１６３．振替課税年度、１６４．振替通知書番号、１６５．振替事業年度開始日、１６６．振替申告区分、１６７．振替
申告連番、１６８．振替期別、１６９．振替消込子番、１７０．振替宛名番号、１７１．歳入歳出区分、１７２．取消区分、１７３．異動額合計、
１７４．異動本税額、１７５．異動督促手数料、１７６．異動延滞金、１７７．異動申告加算金、１７８．繰越年度、１７９．滞繰調定本税、１８
０．滞繰調定督促手数料、１８１．滞繰調定延滞金、１８２．滞繰調定加算金、１８３．最終更正日、１８４．最終調定本税、１８５．最終調定
督促手数料、１８６．最終調定延滞金、１８７．最終調定加算金、１８８．収入総本税、１８９．収入総督促手数料、１９０．収入総延滞金、１
９１．収入総加算金、１９２．不納欠損本税、１９３．不納欠損督促手数料、１９４．不納欠損延滞金、１９５．不納欠損加算金、１９６．滞繰
調定本税内訳１～６、１９７．滞繰調定督促手数料内訳１～６、１９８．滞繰調定延滞金内訳１～６、１９９．滞繰調定加算金内訳１～６、２
００．最終調定本税内訳１～６、２０１．最終調定督促手数料、２０２．最終調定督促手数料内訳１～６、２０３．最終調定延滞金、２０４．最
終調定延滞金内訳１～６、２０５．最終調定加算金、２０６．最終調定加算金内訳１～６、２０７．収入総本税内訳１～６、２０８．収入総督
促手数料、２０９．収入総督促手数料内訳１～６、２１０．収入総延滞金、２１１．収入総延滞金内訳１～６、２１２．収入総加算金内訳１～
６、２１３．不納欠損本税内訳１～６、２１４．不納欠損督促手数料、２１５．不納欠損督促手数料内訳１～６、２１６．不納欠損延滞金、２１
７．不納欠損延滞金内訳１～６、２１８．不納欠損加算金、２１９．不納欠損加算金内訳１～６、２２０．振分子番、２２１．発行システム区
分、２２２．発行回数、２２３．発行連番、２２４．宛先識別番号、２２５．通知書作成日、２２６．通知書発行日、２２７．本税納付額、２２８．
督促手数料納付額、２２９．延滞金納付額、２３０．加算金納付額、２３１．納付区分、２３２．回数、２３３．前納分納付番号、２３４．前納分
確認番号、２３５．識別番号、２３６．差替前納付番号、２３７．差替前確認番号、２３８．ＯＣＲ情報１、２３９．ＯＣＲ情報２、２４０．コンビニ
バーコード、２４１．納付情報摘要フラグ、２４２．延滞金自動計算有無フラグ、２４３．状態区分、２４４．ＭＰＮ連動無フラグ、２４５．状態
更新日、２４６．取扱期限、２４７．抽出年月日、２４８．排他フラグ、２４９．期月、２５０．振替予定日、２５１．履歴連番、２５２．回数、２５
３．納付額、２５４．金融機関コード、２５５．店舗コード、２５６．カナ金融機関名、２５７．カナ支店名、２５８．金融機関名、２５９．支店名、
２６０．口座種別、２６１．口座番号、２６２．口座名義人カナ、２６３．口座名義人漢字、２６４．文書種類、２６５．文書確定フラグ、２６６．媒
体作成区分、２６７．振替不能通知書作成済区分、２６８．分納有無フラグ、２６９．納付額１～１２、２７０．過誤納番号、２７１．履歴番号、
２７２．過誤納状態区分、２７３．過誤納区分、２７４．還付理由自由入力、２７５．過納誤納区分、２７６．過誤納発生日、２７７．過誤納金
額、２７８．過誤納本税分、２７９．過誤納督促手数料分、２８０．過誤納延滞金分、２８１．過誤納申告加算金分、２８２．過誤納還付加算
金分、２８３．未処理金額、２８４．未処理本税分、２８５．未処理督促手数料分、２８６．未処理延滞金分、２８７．未処理申告加算金分、２
８８．未処理還付加算金分、２８９．特徴事業所宛名番号、２９０．配当割株式等譲渡所得割控除額、２９１．還付加算金計算区分、２９
２．更正請求日、２９３．更正決定通知日、２９４．更正元申告区分、２９５．更正元申告年月日、２９６．申告基礎区分、２９７．申告基礎年
月日、２９８．確定申告期限、２９９．延長申告期限、３００．免除認定日、３０１．減免日、３０２．消失認定日、３０３．農地変更日、３０４．
更正日、３０５．決裁書番号、３０６．決裁書発行日、３０７．決裁日、３０８．充当処理日、３０９．充当執行日、３１０．還付先宛名番号、３１
１．還付充当通知書発行日、３１２．還付充当通知書再発行日、３１３．通知時還付方法、３１４．加算金通知書発行日、３１５．還付本税
加算金、３１６．還付延滞金加算金、３１７．還付金額、３１８．還付加算金、３１９．変更締切日、３２０．還付方法、３２１．還付請求日、３２
２．還付振込通知書発行日、３２３．還付支払予定日、３２４．還付支払日、３２５．還付支払自治体コード、３２６．支店コード、
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３２７．口座名義人カナ、３２８．公金口座区分、３２９．還付時効日、３３０．還付充当停止区分、３３１．送付先郵便番号、３３２．送付先
住所、３３３．送付先方書、３３４．送付先氏名、３３５．備考、３３６．取消日、３３７．歳入還付支払日、３３８．歳出還付支払日、３３９．年
金保険者コード、３４０．過誤納期別、３４１．過誤納子番、３４２．管理子番、３４３．発生調定本税分、３４４．発生調定督促手数料分、３
４５．発生調定延滞金分、３４６．発生調定申告加算金分、３４７．発生収入本税分、３４８．発生収入督促手数料分、３４９．発生収入延
滞金分、３５０．発生収入申告加算金分、３５１．発生元収入日、３５２．発生元領収日、３５３．充当子番、３５４．充当金額、３５５．充当元
税目コード、３５６．充当元調定年度、３５７．充当元課税年度、３５８．充当元通知書番号、３５９．充当元事業年度開始日、３６０．充当元
申告区分、３６１．充当元申告連番、３６２．充当元期別、３６３．充当元消込子番、３６４．充当元月別、３６５．充当元宛名番号、３６６．充
当元本税分、３６７．充当元督促手数料分、３６８．充当元延滞金分、３６９．充当元申告加算金分、３７０．充当先税目コード、３７１．充当
先調定年度、３７２．充当先課税年度、３７３．充当先通知書番号、３７４．充当先事業年度開始日、３７５．充当先申告区分、３７６．充当
先申告連番、３７７．充当先期別、３７８．充当先消込子番、３７９．充当先月別、３８０．充当先宛名番号、３８１．充当先未納本税分、３８
２．充当先未納督促手数料分、３８３．充当先未納延滞金分、３８４．充当先未納申告加算金分、３８５．充当先本税分、３８６．充当先督
促手数料分、３８７．充当先延滞金分、３８８．充当先申告加算金分、３８９．充当先納期限、３９０．加算金計算始期、３９１．加算金計算
終期、３９２．加算金除算始期、３９３．加算金除算終期、３９４．加算金計算日数、３９５．加算金除算日数、３９６．充当加算金、３９７．充
当本税加算金、３９８．充当延滞金加算金、３９９．自動処理フラグ、４００．充当適状日、４０１．歳入歳出区分、４０２．取消日、４０３．還
付元税目コード、４０４．還付元調定年度、４０５．還付元課税年度、４０６．還付元通知書番号、４０７．還付元事業年度開始日、４０８．還
付元申告区分、４０９．還付元申告連番、４１０．還付元期別、４１１．還付元消込子番、４１２．還付元月別、４１３．還付元宛名番号、４１
４．還付元本税分、４１５．還付元督促手数料分、４１６．還付元延滞金分、４１７．還付元申告加算金分、４１８．取戻子番、４１９．発生元
過誤納状態区分、４２０．取戻状態区分、４２１．控除不足発生事由コード、４２２．更正前控除不足額、４２３．更正後控除不足額、４２４．
取戻額、４２５．更正日、４２６．確定申告受付日、４２７．賦課決定日、４２８．決裁書発付日、４２９．納税通知書発付日、４３０．取戻発生
日、４３１．返還金管理番号、４３２．標識、４３３．法定納期限、４３４．返還確定日、４３５．返還指定額、４３６．利息相当額、４３７．利息
相当額強制フラグ、４３８．履歴番号、４３９．期別、４４０．返還時期別調定額、４４１．返還時期別収入額、４４２．返還時内訳消込額、４
４３．返還時内訳異動額、４４４．返還金内訳額、４４５．領収日、４４６．収入日、４４７．利息連番、４４８．利息計算単位、４４９．利息率区
分、４５０．利息計算対象額、４５１．利息計算開始日、４５２．利息計算終了日、４５３．利息計算日数、４５４．利息率、４５５．利息内訳
額、４５６．通知書種類、４５７．月別、４５８．文書作成日、４５９．文書発行日、４６０．返戻年月日、４６１．返戻理由コード、４６２．調査票
出力年月日、４６３．公示フラグ、４６４．公示日、４６５．公示入力日、４６６．記事番号、４６７．調査記事通番、４６８．調査記事、４６９．調
査年月日、４７０．構成員宛名番号、４７１．督促状発行日、４７２．口座停止税目コード０１～１０、４７３．現年催告書停止区分、４７４．一
連番号、４７５．本税調定額、４７６．延滞金調定額、４７７．加算金調定額、４７８．本税収入額、４７９．督促手数料収入額、４８０．延滞金
収入額、４８１．加算金収入額、４８２．本税仮消込額、４８．加算金仮消込額、４８４．本税通知額、４８５．督促手数料通知額、４８６．延
滞金通知額、４８７．加算金通知額、４８８．納期限、４８９．調定異動予定有無、４９０．死亡有無、４９１．除外不納欠損、４９２．除外時効
完成、４９３．除外繰上徴収、４９４．除外納付委託、４９５．除外納付誓約、４９６．除外分割納付、４９７．除外徴収猶予、４９８．除外延滞
金減免、４９９．除外差押、５００．除外参加差押、５０１．除外交付要求、５０２．除外換価猶予、５０３．除外執行停止、５０４．除外時効中
断、５０５．除外納通返戻、５０．除外納通公示、５０７．除外督促返戻、５０８．除外督促公示、５０９．除外予備１～５、５１０．延滞金督促
催告有無、５１１．記事宛名番号、５１２．記事連番、５１３．記事作成日、５１４．更新前催告書発行日、５１５．更新前催告納期、５１６．督
促取消フラグ、５１７．引抜済フラグ、５１８．引抜理由コード、５１９．集配局区分、５２０．標識、５２１．車種コード、５２２．登録年月日、５２
３．廃車年月日、５２４．共通納税－地方公共団体コード、５２５．共通納税－納税者ＩＤ、５２６．共通納税－収納団体番号、５２７．共通
税－納付番号、５２８．共通納税－納付区分、５２９．共通納税－確認番号、５３０．共通納税－履歴番号、５３１．共通納税状態区分、５
３２．調定特定区分、５３３．暫定調定作成フラグ、５３４．管理ファイル取込日、５３５．納付ファイル取込日、５３６．入金ファイル取込日、
５３７．事業年度終了日、５３８．共通納税－申告区分、５３９．共通納税－税目区分、５４０．共通納税－期別－自、５４１．共通納税－期
別－至、５４２．共通納税－申告受付番号、５４３．共通納税－申告受付日、５４４．共通納税－利用者ＩＤ、５４５．共通納－納付者名フリ
ガナ、５４６．共通納税－納付者名、５４７．共通納税－本税等合計額、５４８．共通納税－延滞金合計額、５４９．共通納税－支払可能
期限、５５０．共通納税－特定キー１、５５１．共通納税－特定キー２、５５２．共通納税－特定キー予備、５５３．共通納税－納期限、５５
４．共通納税－延滞金計算開始年月日、５５５．共通納税－入金年月日、５５６．共通納税－納付年月日、５５７．取込処理日、５５８．
データ番号、５５９．エラーフラグ、５６０．納付番号、５６１．収納団体コード、５６２．税目－料金番号、５６３．申区分－課税期間、５６４．
確認番号、５６５．パスワード、５６６．システム利用領域０４～１６、５６７．レスポンスコード、５６８．納付金区分、５６９．氏名カナ、５７０．
氏名漢字、５７１．今回請求金額合計、５７２．請求本体金額、５７３．請求固定延滞金額、５７４．延滞金随時計算フラグ、５７５．納付情
報変更年月日、５７６．延滞金計算開始年月日、５７７．延滞金表示区分、５７８．請求消費税、５７９．消費税表示区分、５８０．納付内容
カナ、５８１．納付内容漢字、５８２．手数料負担区分、５８３．地公体任意情報、５８４納付方式、５８５．拡張予備領域０１～０２、５８６．今
回支払金額合計累積、５８７．今回支払金額合計、５８８．支払納付額、５８９．支払延滞金額、５９０．支払消費税、５９１．領収区分、５９
２．支払方法、５９３．チャネル区分、５９４．入力区分、５９５．印紙税額、５９６．他店券金額、５９７．入金年月日、５９８．納付年月日、５９
９．ＭＰＮ処理年月日、６００．ＭＰＮ処理時刻、６０１．ＭＰＮ処理通番、６０２．仕向センターコード、６０３．仕向処理年月日、６０４．仕向
処理時刻、６０５．仕向処理通番、６０６．決算単位月日、６０７．ＭＰＮ通信サーバ登録年月日、６０８．滞繰－市県普、６０９．滞繰－市県
年、６１０．滞繰－市県特、６１１．滞繰－市県退、６１２．滞繰－軽自、６１３．滞繰－法人、６１４．滞繰－事業所、６１５．滞繰－たばこ、６
１６．滞繰－特土地、６１７．滞繰－入湯、６１８．滞繰－鉱産、６１９．滞繰－国料、６２０．滞繰－国税、６２１．滞繰－国料年、６２２．滞繰
－国税年、６２３．滞繰－介護保険料、６２４．滞繰－その他、６２５．滞繰－延滞金、６２６．滞繰－合計、６２７．合計－合計、６２８．滞納
区分コード、６２９最終折衝日、６３０．滞納理由コード、６３１．滞納理由補足、６３２．区特記事項、６３３．訪問予定年月日、６３４．訪問
予定日、６３５．訪問予定時刻、６３６．最終納付年月日、６３７．最終納付金額、６３８．最終催告種別コード、６３９．最終催告年月日、６
４０．最終催告期限、６４１．催告停止日、６４２．催告停止期限、６４３．催告停止事由コード、６４４．返戻事由コード、６４５．実態調査－
依頼日、６４６．実態調査－回答日、６４７．実態調査－判明区分、６４８．電話－依頼日、６４９．電話－回答日、
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６５０．電話－差押件数、６５１．不動産－依頼日、６５２．不動産－回答日、６５３．不動産－差押可件数、６５４．給与－依頼日、６５５．
給与－回答日、６５６．給与－差押可件数、６５７．預金－依頼日、６５８．預金－回答日、６５９．預金－差押可件数、６６０．郵貯－依頼
日、６６１．郵貯－回答日、６６２．郵貯－差押可件数、６６３．生保－依頼日、６６４．生保－回答日、６６５．生保－差押可件数、６６６．債
権－依頼日、６６７．債権－回答日、６６８．債権－差押可件数、６６９．繰上徴収件数、６７０．納付委託件数、６７１．分割納付件数、６
２．徴収猶予件数、６７３．延滞金減免件数、６７４．差押件数、６７５．参加差押件数、６７６．交付要求件数、６７７．換価猶予件数、６７
８．処分停止件数、６７９．時効中断件数、６８０．異動禁止フラグ、６８１．最終記事連番、６８２．臨戸分納区分、６８３．排他フラグ、６８
４．本庁移管フラグ、６８５．本庁移管開始日、６８６．本庁移管終了日、６８７．付箋１～９・Ａ、６８８．処分コード、６８９．調書番号、６９０．
状態コード、６９１．処分内容、６９２．最大公売連番、６９３．延滞金計算日、６９４．処分連番、６９５．目コード、６９６．通知書番号、６９
７．申告連番、６９８．期別、６９９．期別順番、７００．変更納期限、７０１．法定納期限等、７０２．事業年度終了日、７０３．標識番号、７０
４．特土徴収区分、７０５．本税処分額、７０６．督手処分額、７０７．延滞金処分額、７０８．加算金処分額、７０９．取消年月日、７１０．取
消事由コード、７１１．公的給付支給等口座情報



＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

＜選択肢＞

1） 行っている 2） 行っていない

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

Ⅲ　リスク対策　※（７．②を除く。）

 １．特定個人情報ファイル名

（１）宛名特定個人情報ファイル

 ２．特定個人情報の入手 （情報提供ネットワークシステムを通じた入手を除く。）

 リスク：　目的外の入手が行われるリスク

 リスクに対する措置の内容

＜宛名システムのソフトウェアにおける措置＞
　・対象者以外の情報の入手を防止するための措置として、対象者が多数表示される一覧系の画面お
よび帳票には個人番号は表示しない仕組みとし、不用意な閲覧が行われないようにする。
　・必要な情報以外を入手することを防止するための措置として、職員単位に権限管理を行い、権限が
ない者は個人番号が参照できない仕組みとし、不用意な閲覧が行われないようにする。

＜宛名システムの運用における措置＞
　個人番号が含まれるファイルに対し、目的を超えた入手が行われている恐れがないかなどを確認する
ため、アクセスログを取得し、定期的に点検することを可能とする。

 リスクへの対策は十分か
[ 十分である ]

 特定個人情報の入手（情報提供ネットワークシステムを通じた入手を除く。）におけるその他のリスク及びそのリスクに対する措置

 ３．特定個人情報の使用

 リスク１：　目的を超えた紐付け、事務に必要のない情報との紐付けが行われるリスク

 リスクに対する措置の内容

・個人番号利用業務以外または、個人番号を必要としない業務から宛名情報の要求があった場合は、
個人番号が含まれない情報のみを提供するようにアクセス制御を行っている。
・宛名情報の基本情報を保持する各マスタと、特定個人情報を含むデータベースを切り離して管理して
おり、特定個人情報を含むデータベースへアクセスする際は専用のAPIを使用し、アクセスログを取得し
ている。

 リスクへの対策は十分か
[ 十分である ]

 リスク２：　権限のない者（元職員、アクセス権限のない職員等）によって不正に使用されるリスク

 ユーザ認証の管理 [ 行っている ]

 具体的な管理方法

・宛名システムを利用する必要がある職員、委託先の特定、また、個人番号の照会を可能とする対象
者、不可とする対象者を特定し、個人ごとにユーザーIDを割り当てるとともに、IDとパスワードによる認証
を行っている。
・ユーザーIDについては、正確性を維持する仕組みを構築し、適宜更新している。

 その他の措置の内容 なりすまし防止策への対応として、一定時間経過で自動ログアウトする仕組みを実装している。

 リスクへの対策は十分か
[ 十分である ]



＜選択肢＞

1） 定めている 2） 定めていない

＜選択肢＞

1） 特に力を入れて行っている 2） 十分に行っている

3） 十分に行っていない 4） 再委託していない

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

 特定個人情報の使用におけるその他のリスク及びそのリスクに対する措置

 ４．特定個人情報ファイルの取扱いの委託 [ ] 委託しない

 リスク：　委託先における不正な使用等のリスク

 委託契約書中の特定個人情
報ファイルの取扱いに関する
規定

[ 定めている ]

 規定の内容

・目的外利用の禁止
・特定個人情報の閲覧者・更新者を制限
・特定個人情報の提供の禁止
・情報漏洩を防ぐための保管管理に責任を負う
・必要に応じて委託先の視察・監査を行う

 再委託先による特定個人情
報ファイルの適切な取扱いの
担保

[ 十分に行っている ]

 具体的な方法
再委託については、事前申請書を提出させ、審査のうえ適当と判断したものについて承諾している。委
託先が責任を持って再委託先を管理・監督し、委託先と同等のセキュリティの確保を行わせる。

 その他の措置の内容 ・委託業務は、本市庁舎内及びデータセンター内でしか行えない。

 リスクへの対策は十分か
[ 十分である ]

 特定個人情報ファイルの取扱いの委託におけるその他のリスク及びそのリスクに対する措置

アクセスログを取得するとともに、定期的にログを解析できる仕組み、不正利用された場合にログを追跡できる仕組みを用意する。
その他、特定個人情報の使用にあたり、以下の措置を講じる。  
　・スクリーンセーバ等を利用して、長時間にわたり本人確認情報を表示させない 
　・統合端末のディスプレイを、来庁者から見えない位置に置く
　・本人確認情報が表示された画面のハードコピーの取得は事務処理に必要となる範囲にとどめる

・情報保護管理体制の確認
　委託先の社会的信用と能力を確認する。具体的には、要領・手順書等に基づき、委託業者を選定するとともに、その記録を残す。
　また、委託業者が選定基準を引き続き満たしていることを適時確認するとともに、その記録を残す。

・特定個人情報ファイルの閲覧者・更新者の制限
　作業者を限定するために、委託作業者の名簿を提出させる。
　閲覧／更新権限を持つものを必要最小限にする。
　閲覧／更新権限を持つ者のアカウント管理を行い、システム上で操作を制限する。
　閲覧／更新の履歴（ログ）を取得し、不正な使用がないことを確認する。

・特定個人情報ファイルの取扱いの記録
　契約書等に基づき、委託業務が実施されていることを適時確認するとともに、その記録を残す。
　委託業者から適時セキュリティ対策の実施状況の報告を受けるとともに、その記録を残す。



＜選択肢＞

1） 定めている 2） 定めていない

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

 ５．特定個人情報の提供・移転 （委託や情報提供ネットワークシステムを通じた提供を除く。） [ ○ ] 提供・移転しない

 リスク：　不正な提供・移転が行われるリスク

 特定個人情報の提供・移転
に関するルール

[ ]

 ルールの内容及び
ルール遵守の確認方
法

 その他の措置の内容

 リスクへの対策は十分か
[ ]

 特定個人情報の提供・移転（委託や情報提供ネットワークシステムを通じた提供を除く。）におけるその他のリスク及びそのリスクに対
する措置

 ６．情報提供ネットワークシステムとの接続 [ ○ ] 接続しない（入手） [ ○ ] 接続しない（提供）

 リスク１：　目的外の入手が行われるリスク

 リスクに対する措置の内容

 リスクへの対策は十分か
[ ]

 リスク２： 不正な提供が行われるリスク

 リスクに対する措置の内容

 リスクへの対策は十分か
[ ]

 情報提供ネットワークシステムとの接続に伴うその他のリスク及びそのリスクに対する措置



＜選択肢＞

1） 特に力を入れて行っている 2） 十分に行っている

3） 十分に行っていない

＜選択肢＞

1） 発生あり 2） 発生なし

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

 ７．特定個人情報の保管・消去

 リスク：　特定個人情報の漏えい・滅失・毀損リスク

 ①事故発生時手順の策定・
周知

[ 十分に行っている ]

 ②過去３年以内に、評価実施
機関において、個人情報に関
する重大事故が発生したか

[ 発生なし ]

 その内容

 再発防止策の内容

 その他の措置の内容

【物理的な対策】
＜ガバメントクラウドにおける措置＞
　①ガバメントクラウドについては政府情報システムのセキュリティ制度（ISMAP）のリストに登録されたク
ラウドサービスから調達することとしており、システムのサーバー等は、クラウド事業者が保有・管理する
環境に構築し、その環境には認可された者だけがアクセスできるよう適切な入退室管理策を行ってい
る。
　②事前に許可されていない装置等に関しては、外部に持出できないこととしている。

【技術的対策】
＜ガバメントクラウドにおける措置＞
　①国及びクラウド事業者は利用者のデータにアクセスしない契約等となっている。
　②松江市が委託したASP（「地方公共団体情報システムのガバメントクラウドの利用に関する基準【第
1.0版】」（令和4年10月　デジタル庁。以下「利用基準」という。）に規定する「ASP」をいう。以下同じ。）又
はガバメントクラウド運用管理補助者（利用基準に規定する「ガバメントクラウド運用管理補助者」をい
う。以下同じ。）は、ガバメントクラウドが提供するマネージドサービスにより、ネットワークアクティビティ、
データアクセスパターン、アカウント動作等について継続的にモニタリングを行うとともに、ログ管理を行
う。
　③クラウド事業者は、ガバメントクラウドに対するセキュリティの脅威に対し、脅威検出やDDos対策を
24時間365日講じる。
　④クラウド事業者は、ガバメントクラウドに対し、ウイルス対策ソフトを導入し、パターンファイルの更新
を行う。
　⑤松江市が委託したASP又はガバメントクラウド運用管理補助者は、導入しているOS及びミドルウエア
について、必要に応じてセキュリティパッチの適用を行う。
　⑥ガバメントクラウドの特定個人情報を保有するシステムを構築する環境は、インターネットとは切り離
された閉域ネットワークで構成する。
　⑦松江市やASP又はガバメントクラウド運用管理補助者の運用保守地点からガバメントクラウドへの接
続については、閉域ネットワークで構成する。
　⑧松江市が管理する業務データは、国及びクラウド事業者がアクセスできないよう制御を講じる。

 リスクへの対策は十分か
[ 十分である ]

 特定個人情報の保管・消去におけるその他のリスク及びそのリスクに対する措置

＜ガバメントクラウドにおける措置＞
　データの復元がなされないよう、クラウド事業者において、NIST 800-88、ISO/IEC27001等に準拠したプロセスにしたがって確実にデー
タを消去する。



＜選択肢＞

1） 特に力を入れて行っている 2） 十分に行っている

3） 十分に行っていない

 ８．監査

 実施の有無 [ ○ ] 自己点検 [ ○ ] 内部監査 [ ] 外部監査

 ９．従業者に対する教育・啓発

 従業者に対する教育・啓発
[ 十分に行っている ]

 １０．その他のリスク対策

＜ガバメントクラウドにおける措置＞
　ガバメントクラウドについては政府情報システムのセキュリティ制度（ISMAP）のリストに登録されたクラウドサービスから調達することと
しており、ISMAPにおいて、クラウドサービス事業者は定期的にISMAP監査機関リストに登録された監査機関による監査を行うこととして
いる。
　ガバメントクラウド上での業務データの取扱いについては、当該業務データを保有する松江市及びその業務データの取扱いについて
委託を受けるASP又はガバメントクラウド運用管理補助者が責任を有する。
　ガバメントクラウド上での業務アプリケーションの運用等に障害が発生する場合等の対応については、原則としてガバメントクラウドに
起因する事象の場合は、国はクラウド事業者と契約する立場から、その契約を履行させることで対応する。また、ガバメントクラウドに起
因しない事象の場合は、松江市に業務アプリケーションサービスを提供するASP又はガバメントクラウド運用管理補助者が対応するもの
とする。
　具体的な取り扱いについて、疑義が生じる場合は、地方公共団体とデジタル庁及び関係者で協議を行う。

 具体的な方法

・関係職員(任用された派遣要員、非常勤職員、臨時職員等を含む。)に対して、初任時及び一定期間毎
に、必要な知識の習得に資するための研修を実施するとともに、その記録を残している。
・各責任者に対して、その管理に関する必要な知識や技術を習得させる研修を実施するとともに、その
記録を残している。
・委託業者に対しては、契約内容に個人情報保護に関する研修の実施を義務付け、秘密保持契約を締
結している。
・違反行為を行った者に対しては、都度指導の上、違反行為の程度によっては懲戒の対象となりうる。



＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

＜選択肢＞

1） 行っている 2） 行っていない

Ⅲ　リスク対策　※（７．②を除く。）

 １．特定個人情報ファイル名

（２）収納特定個人情報ファイル

 ２．特定個人情報の入手 （情報提供ネットワークシステムを通じた入手を除く。）

 リスク：　目的外の入手が行われるリスク

 リスクに対する措置の内容

＜収納システムのソフトウェアにおける措置＞
　・対象者以外の情報の入手を防止するための措置として、対象者が多数表示される一覧系の画面お
よび帳票には個人番号は表示しない仕組みとし、不用意な閲覧が行われないようにする。
　・必要な情報以外を入手することを防止するための措置として、職員単位に権限管理を行い、権限が
ない者は個人番号が参照できない仕組みとし、不用意な閲覧が行われないようにする。

＜収納システムの運用における措置＞
　・個人番号が含まれるファイルに対し、目的を超えた入手が行われている恐れがないかなどを確認す
るため、アクセスログを取得し、定期的に点検することを可能とする。
　・課税資料からの入手（紙、電子データ）
　　各税法に基づいて提出される課税資料は、納税者本人（本人の代理人としての税理士）が記載して
提出するものであり、当該納税義務者の情報しか入手することができない。
　・対象者以外の情報を不用意に入手しないよう職員に対する教育（住基CSオンライン端末による住登
外者調査など）を徹底する。

 リスクへの対策は十分か
[ 十分である ]

 特定個人情報の入手（情報提供ネットワークシステムを通じた入手を除く。）におけるその他のリスク及びそのリスクに対する措置

 ３．特定個人情報の使用

 リスク１：　目的を超えた紐付け、事務に必要のない情報との紐付けが行われるリスク

 リスクに対する措置の内容
収納情報の基本情報を保持する各マスタと、特定個人情報を含むデータベースを切り離して管理してお
り、特定個人情報を含むデータベースへの他業務からのアクセスは禁止している。

 リスクへの対策は十分か
[ 十分である ]

 リスク２：　権限のない者（元職員、アクセス権限のない職員等）によって不正に使用されるリスク

 ユーザ認証の管理 [ 行っている ]

 具体的な管理方法

・収納管理システムを利用する必要がある職員、派遣者、委託先の特定、また、個人番号の照会を可能
とする対象者、不可とする対象者を特定し、個人ごとにユーザーIDを割り当てるとともに、IDとパスワード
による認証を行っている。
・ユーザーIDについては、正確性を維持する仕組みを構築し、適宜更新している。

＜入手した特定個人情報が不正確であるリスクに対する措置＞
　・納税者から入手した特定個人情報について、窓口での聴き取りや本人確認書類との照会などを確認することで正確性を確保してい
る。
　・収集した情報を精査するとともに、その情報に間違い等がある場合は、提出元に確認又は職権で適宜修正することにより正確性を
確保している。

＜入手の際に特定個人情報が漏えい。紛失するリスクに対する措置＞
　紙媒体による特定個人情報は、事務処理の段階ごとに事務室内に保管場所を定めており、漏えい・紛失を防止している。



＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

＜選択肢＞

1） 定めている 2） 定めていない

＜選択肢＞

1） 特に力を入れて行っている 2） 十分に行っている

3） 十分に行っていない 4） 再委託していない

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

 その他の措置の内容 なりすまし防止策への対応として、一定時間経過で自動ログアウトする仕組みを実装している。

 リスクへの対策は十分か
[ 十分である ]

 特定個人情報の使用におけるその他のリスク及びそのリスクに対する措置

 ４．特定個人情報ファイルの取扱いの委託 [ ] 委託しない

 リスク：　委託先における不正な使用等のリスク

 委託契約書中の特定個人情
報ファイルの取扱いに関する
規定

[ 定めている ]

 規定の内容

・目的外利用の禁止
・特定個人情報の閲覧者・更新者を制限
・特定個人情報の提供の禁止
・情報漏洩を防ぐための保管管理に責任を負う
・必要に応じて委託先の視察・監査を行う

 再委託先による特定個人情
報ファイルの適切な取扱いの
担保

[ 十分に行っている ]

 具体的な方法
再委託については、事前申請書を提出させ、審査のうえ適当と判断したものについて承諾している。委
託先が責任を持って再委託先を管理・監督し、委託先と同等のセキュリティの確保を行わせる。

 その他の措置の内容 ・委託業務は、本市庁舎内及びデータセンター内でしか行えない。

 リスクへの対策は十分か
[ 十分である ]

 特定個人情報ファイルの取扱いの委託におけるその他のリスク及びそのリスクに対する措置

アクセスログを取得するとともに、定期的にログを解析できる仕組み、不正利用された場合にログを追跡できる仕組みを用意する。
その他、特定個人情報の使用にあたり、以下の措置を講じる。  
　・スクリーンセーバ等を利用して、長時間にわたり本人確認情報を表示させない 
　・統合端末のディスプレイを、来庁者から見えない位置に置く
　・本人確認情報が表示された画面のハードコピーの取得は事務処理に必要となる範囲にとどめる

・情報保護管理体制の確認
　委託先の社会的信用と能力を確認する。具体的には、要領・手順書等に基づき、委託業者を選定するとともに、その記録を残す。
　また、委託業者が選定基準を引き続き満たしていることを適時確認するとともに、その記録を残す。

・特定個人情報ファイルの閲覧者・更新者の制限
　作業者を限定するために、委託作業者の名簿を提出させる。
　閲覧／更新権限を持つものを必要最小限にする。
　閲覧／更新権限を持つ者のアカウント管理を行い、システム上で操作を制限する。
　閲覧／更新の履歴（ログ）を取得し、不正な使用がないことを確認する。

・特定個人情報ファイルの取扱いの記録
　契約書等に基づき、委託業務が実施されていることを適時確認するとともに、その記録を残す。
　委託業者から適時セキュリティ対策の実施状況の報告を受けるとともに、その記録を残す。



＜選択肢＞

1） 定めている 2） 定めていない

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

 ５．特定個人情報の提供・移転 （委託や情報提供ネットワークシステムを通じた提供を除く。） [ ○ ] 提供・移転しない

 リスク：　不正な提供・移転が行われるリスク

 特定個人情報の提供・移転
に関するルール

[ ]

 ルールの内容及び
ルール遵守の確認方
法

 その他の措置の内容

 リスクへの対策は十分か
[ ]

 特定個人情報の提供・移転（委託や情報提供ネットワークシステムを通じた提供を除く。）におけるその他のリスク及びそのリスクに対
する措置

 ６．情報提供ネットワークシステムとの接続 [ ] 接続しない（入手） [ ○ ] 接続しない（提供）

 リスク１：　目的外の入手が行われるリスク

 リスクに対する措置の内容

＜番号連携サーバのソフトウェアにおける措置＞
①番号連携サーバの職員認証・権限管理機能により、ログイン時の職員認証のほか、ログイン・ログア
ウトを実施した職員、時刻、操作内容等の記録が実施されるため、不適切な端末操作や情報照会などを
抑止する。

＜番号連携サーバの運用における措置＞
①番号連携サーバの職員認証・権限管理において、人事異動や権限変更等が生じた場合は、人事情報
を適宜反映することで、その正確性を担保している。

＜中間サーバー・ソフトウェアにおける措置＞
①情報照会機能（※１）により、情報提供ネットワークシステムに情報照会を行う際には、情報提供許可
証の発行と照会内容の照会許可用照合リスト（※２）との照合を情報提供ネットワークシステムに求め、
情報提供ネットワークシステムから情報提供許可証を受領してから情報照会を実施することになる。つ
まり、番号法上認められた情報連携以外の照会を拒否する機能を備えており、目的外提供やセキュリ
ティリスクに対応している。
②中間サーバーの職員認証・権限管理機能（※３）では、ログイン時の職員認証の他に、ログイン・ログ
アウトを実施した職員、時刻、操作内容の記録が実施されるため、不適切な接続端末の操作や、不適切
なオンライン連携を抑止する仕組みになっている。

（※１）情報提供ネットワークシステムを使用した特定個人情報の照会及び照会した情報の受領を行う機
能。
（※２）番号法の規定による情報提供ネットワークシステムを使用した特定個人情報の提供に係る情報
照会者、情報提供者、事務及び特定個人情報を一覧化し、情報照会の可否を判断するために使用する
もの。
（※３）中間サーバーを利用する職員の認証と職員に付与された権限に基づいた各種機能や特定個人
情報へのアクセス制御を行う機能。

＜中間サーバーの運用における措置＞
①中間サーバーの職員認証・権限管理において、人事異動や権限変更等が生じた場合は、人事情報を
適宜反映することで、その正確性を担保している。

 リスクへの対策は十分か
[ 十分である ]



＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

 リスク２： 不正な提供が行われるリスク

 リスクに対する措置の内容

 リスクへの対策は十分か
[ ]

 情報提供ネットワークシステムとの接続に伴うその他のリスク及びそのリスクに対する措置

＜中間サーバー・ソフトウェアにおける措置＞
・中間サーバーの職員認証・権限管理機能では、ログイン時の職員認証の他に、ログイン・ログアウトを実施した職員、時刻、操作内容
の記録が実施されるため、不適切な接続端末の操作や、不適切なオンライン連携を抑止する仕組みになっている。
・情報連携においてのみ、情報提供用個人識別符号を用いることがシステム上担保されており、不正な名寄せが行われるリスクに対応
している。

＜中間サーバー･プラットフォームにおける措置＞
・中間サーバーと既存システム、情報提供ネットワークシステムとの間は、高度なセキュリティを維持した行政専用のネットワーク（総合
行政ネットワーク等）を利用することにより、安全性を確保している。
・中間サーバーと団体についてはVPN等の技術を利用し、団体ごとに通信回線を分離するとともに、通信を暗号化することで安全性を確
保している。
・中間サーバー・プラットフォームでは、特定個人情報を管理するデータベースを地方公共団体ごとに区分管理（アクセス制御）しており、
中間サーバー・プラットフォームを利用する団体であっても他団体が管理する情報には一切アクセスできない。
・特定個人情報の管理を地方公共団体のみが行うことで、中間サーバー・プラットフォームの保守・運用を行う事業者における情報漏え
い等のリスクを極小化する。



＜選択肢＞

1） 特に力を入れて行っている 2） 十分に行っている

3） 十分に行っていない

＜選択肢＞

1） 発生あり 2） 発生なし

＜選択肢＞

1） 特に力を入れている 2） 十分である

3） 課題が残されている

 ７．特定個人情報の保管・消去

 リスク：　特定個人情報の漏えい・滅失・毀損リスク

 ①事故発生時手順の策定・
周知

[ 十分に行っている ]

 ②過去３年以内に、評価実施
機関において、個人情報に関
する重大事故が発生したか

[ 発生なし ]

 その内容

 再発防止策の内容

 その他の措置の内容

【物理的な対策】
＜ガバメントクラウドにおける措置＞
　①ガバメントクラウドについては政府情報システムのセキュリティ制度（ISMAP）のリストに登録されたク
ラウドサービスから調達することとしており、システムのサーバー等は、クラウド事業者が保有・管理する
環境に構築し、その環境には認可された者だけがアクセスできるよう適切な入退室管理策を行ってい
る。
　②事前に許可されていない装置等に関しては、外部に持出できないこととしている。

【技術的対策】
＜ガバメントクラウドにおける措置＞
　①国及びクラウド事業者は利用者のデータにアクセスしない契約等となっている。
　②松江市が委託したASP（「地方公共団体情報システムのガバメントクラウドの利用に関する基準【第
1.0版】」（令和4年10月　デジタル庁。以下「利用基準」という。）に規定する「ASP」をいう。以下同じ。）又
はガバメントクラウド運用管理補助者（利用基準に規定する「ガバメントクラウド運用管理補助者」をい
う。以下同じ。）は、ガバメントクラウドが提供するマネージドサービスにより、ネットワークアクティビティ、
データアクセスパターン、アカウント動作等について継続的にモニタリングを行うとともに、ログ管理を行
う。
　③クラウド事業者は、ガバメントクラウドに対するセキュリティの脅威に対し、脅威検出やDDos対策を
24時間365日講じる。
　④クラウド事業者は、ガバメントクラウドに対し、ウイルス対策ソフトを導入し、パターンファイルの更新
を行う。
　⑤松江市が委託したASP又はガバメントクラウド運用管理補助者は、導入しているOS及びミドルウエア
について、必要に応じてセキュリティパッチの適用を行う。
　⑥ガバメントクラウドの特定個人情報を保有するシステムを構築する環境は、インターネットとは切り離
された閉域ネットワークで構成する。
　⑦松江市やASP又はガバメントクラウド運用管理補助者の運用保守地点からガバメントクラウドへの接
続については、閉域ネットワークで構成する。
　⑧松江市が管理する業務データは、国及びクラウド事業者がアクセスできないよう制御を講じる。

 リスクへの対策は十分か
[ 十分である ]



＜選択肢＞

1） 特に力を入れて行っている 2） 十分に行っている

3） 十分に行っていない

 特定個人情報の保管・消去におけるその他のリスク及びそのリスクに対する措置

 ８．監査

 実施の有無 [ ○ ] 自己点検 [ ○ ] 内部監査 [ ] 外部監査

 ９．従業者に対する教育・啓発

 従業者に対する教育・啓発
[ 十分に行っている ]

 １０．その他のリスク対策

＜中間サーバー・プラットフォームにおける措置＞
　中間サーバー・プラットフォームを活用することにより、統一した設備環境による高レベルのセキュリティ管理（入退室管理等）、ＩＴリテ
ラシの高い運用担当者によるセキュリティリスクの低減、及び技術力の高い運用担当者による均一的で安定したシステム運用・監視を
実現する。

＜ガバメントクラウドにおける措置＞
　ガバメントクラウドについては政府情報システムのセキュリティ制度（ISMAP）のリストに登録されたクラウドサービスから調達することと
しており、ISMAPにおいて、クラウドサービス事業者は定期的にISMAP監査機関リストに登録された監査機関による監査を行うこととして
いる。
　ガバメントクラウド上での業務データの取扱いについては、当該業務データを保有する松江市及びその業務データの取扱いについて
委託を受けるASP又はガバメントクラウド運用管理補助者が責任を有する。
　ガバメントクラウド上での業務アプリケーションの運用等に障害が発生する場合等の対応については、原則としてガバメントクラウドに
起因する事象の場合は、国はクラウド事業者と契約する立場から、その契約を履行させることで対応する。また、ガバメントクラウドに起
因しない事象の場合は、松江市に業務アプリケーションサービスを提供するASP又はガバメントクラウド運用管理補助者が対応するもの
とする。
　具体的な取り扱いについて、疑義が生じる場合は、地方公共団体とデジタル庁及び関係者で協議を行う。

＜物理的対策としての中間サーバー･プラットフォームにおける措置＞
・中間サーバー･プラットフォームをデータセンターに構築し、設置場所への入退室者管理、有人監視及び施錠管理をすることとしてい
る。また、設置場所はデータセンター内の専用の領域とし、他テナントとの混在によるリスクを回避する。
・事前に申請し承認されていない物品、記録媒体、送信機器などを不正に所持し、持出持込することがないよう、警備員などにより確認
している。
＜技術的対策としての中間サーバー･プラットフォームにおける措置＞
・中間サーバー・プラットフォームではUTM（コンピュータウイルスやハッキングなどの脅威からネットワークを効率的かつ包括的に保護
する装置）等を導入し、アクセス制限、侵入検知及び侵入防止を行うとともに、ログの解析を行う。
・中間サーバー・プラットフォームでは、ウイルス対策ソフトを導入し、パターンファイルの更新を行う。
・導入しているＯＳ及びミドルウェアについて、必要に応じてセキュリティパッチの適用を行う。

＜ガバメントクラウドにおける措置＞
データの復元がなされないよう、クラウド事業者において、NIST 800-88 、 ISO/IEC27001 等に準拠したプロセスにしたがって確実に
データを消去する。

 具体的な方法

・関係職員(任用された派遣要員、非常勤職員、臨時職員等を含む。)に対して、初任時及び一定期間毎
に、必要な知識の習得に資するための研修を実施するとともに、その記録を残している。
・各責任者に対して、その管理に関する必要な知識や技術を習得させる研修を実施するとともに、その
記録を残している。
・委託業者に対しては、契約内容に個人情報保護に関する研修の実施を義務付け、秘密保持契約を締
結している。
・違反行為を行った者に対しては、都度指導の上、違反行為の程度によっては懲戒の対象となりうる。



＜選択肢＞
1） 基礎項目評価及び重点項目評価の実施が義務付けられる
2） 基礎項目評価の実施が義務付けられる（任意に重点項目評価を実施）
3） 特定個人情報保護評価の実施が義務付けられない（任意に重点項目評価を実施）

Ⅳ　開示請求、問合せ
 １．特定個人情報の開示・訂正・利用停止請求

 ①請求先
松江市　総務部総務課
法制・情報公開係
〒690-8540　島根県松江市末次町86番地

 ②請求方法 指定様式による書面の提出により開示・訂正・利用停止請求を受け付ける。

 ③法令による特別の手続

 ④個人情報ファイル簿への不
記載等

 ２．特定個人情報ファイルの取扱いに関する問合せ

 ①連絡先
松江市　政策部デジタル戦略課
情報システム係
〒690-8540　島根県松江市末次町86番地

 ②対応方法
問い合わせの受付時に受付票を記入し、対応について記録を残す。
情報漏えい等の重大な事案に関する問い合わせについて、関係先等に事実確認を行うための標準的な
処理期間を設ける。

Ⅴ　評価実施手続
 １．基礎項目評価

 ①実施日 令和7年1月30日

[ 基礎項目評価及び重点項目評価の実施が義務付けられる ]

 ２．国民・住民等からの意見の聴取　【任意】

 ①方法

 ②実施日・期間

 ③主な意見の内容

 ３．第三者点検　【任意】

 ①実施日

 ②方法

 ③結果

 ②しきい値判断結果



令和7年1月30日
Ⅰ-2.システム2
⑶他のシステムとの接続

［○］税務システム
［○］宛名システム等　［○］税務システム
［○］その他（収納管理システム）

事後

令和7年1月30日 Ⅰ-4. 法令上の根拠

行政手続における特定の個人を識別するため
の番号の利用に関する法律（番号法）
（平成25年5月31日法律第27号）
第9条第1項 別表第1 16項

行政手続における特定の個人を識別するため
の番号の利用に関する法律（番号法）
（平成25年5月31日法律第27号）
番号法第9条第1項別表24の項

事後 法改正に伴う修正

令和7年1月30日 Ⅰ-6.②所属長 税務管理課長　福井　裕之 税務管理課長 事後

令和7年1月30日
Ⅱ-1. 特定個人情報ファイル
名

（1）宛名特定個人ファイル （1）宛名特定個人情報ファイル 事後

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
2.⑤保有開始日

平成28年1月予定 平成28年1月1日 事後

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
2.⑥事務担当部署

財政部税務管理課、財政部市民税課、財政部
固定資産税課、市民部市民課、市民サービス
コーナー、政策部各支所市民生活課（鹿島支
所、島根支所、美保関支所、八雲支所、玉湯支
所、宍道支所、八束支所、東出雲支所、来待出
張所）

財政部税務管理課、財政部市民税課、財政部
固定資産税課、市民部市民課、市民サービス
コーナー、市民部各支所市民生活課（鹿島支
所、島根支所、美保関支所、八雲支所、玉湯支
所、宍道支所、八束支所、東出雲支所）

事後
部署名変更及び出張所閉鎖
に伴う修正

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
3.⑤使用方法

①本人確認書類（申請書、個人番号カード等）
に記載された個人番号による本人確認および
本人特定
②番号法第９条　別表第一の事務における各
種帳票への個人番号の記載
③４情報（氏名、住所、性別、生年月日）の組合
せをキーに宛名特定個人情報ファイルの検索
を行う。
④住登者の再転入、住登外者の転入時などの
同一人であることの識別キーとしての利用
⑤番号法第９条に基づく個人番号の利用

①本人確認書類（申請書、個人番号カード等）
に記載された個人番号による本人確認および
本人特定
②番号法第９条　別表の事務における各種帳
票への個人番号の記載
③４情報（氏名、住所、性別、生年月日）の組合
せをキーに宛名特定個人情報ファイルの検索
を行う。
④住登者の再転入、住登外者の転入時などの
同一人であることの識別キーとしての利用
⑤番号法第９条に基づく個人番号の利用

事後 法改正に伴う修正

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
4. 委託事項1

松江市新行政情報システム構築・運用業務 松江市新行政情報システム保守・運用業務 事後

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
4.③委託先名

松江市行政情報システムサービス共同企業体　
代表企業　富士通（株）山陰支社

松江市行政情報システムサービス共同企業体　
（代表企業）富士通Japan株式会社　岡山・山陰
公共ビジネス部

事後

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
2.⑤保有開始日

平成28年1月予定 平成28年1月1日 事後

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
2.⑥事務担当部署

財政部税務管理課、財政部市民税課、財政部
固定資産税課、市民部市民課、市民サービス
コーナー、政策部各支所市民生活課（鹿島支
所、島根支所、美保関支所、八雲支所、玉湯支
所、宍道支所、八束支所、東出雲支所、来待出
張所）

財政部税務管理課、財政部市民税課、財政部
固定資産税課、市民部市民課、市民サービス
コーナー、市民部各支所市民生活課（鹿島支
所、島根支所、美保関支所、八雲支所、玉湯支
所、宍道支所、八束支所、東出雲支所）

事後
部署名変更及び出張所閉鎖
に伴う修正

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
3.⑤使用方法

①本人確認書類（申請書、個人番号カード等）
に記載された個人番号による本人確認および
本人特定
②番号法第９条　別表第一の事務における各
種帳票への個人番号の記載
③４情報（氏名、住所、性別、生年月日）の組合
せをキーに宛名特定個人情報ファイルの検索
を行う。
④住登者の再転入、住登外者の転入時などの
同一人であることの識別キーとしての利用
⑤番号法第９条に基づく個人番号の利用

①本人確認書類（申請書、個人番号カード等）
に記載された個人番号による本人確認および
本人特定
②番号法第９条　別表の事務における各種帳
票への個人番号の記載
③４情報（氏名、住所、性別、生年月日）の組合
せをキーに宛名特定個人情報ファイルの検索
を行う。
④住登者の再転入、住登外者の転入時などの
同一人であることの識別キーとしての利用
⑤番号法第９条に基づく個人番号の利用

事後 法改正に伴う修正

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
4. 委託事項1

松江市新行政情報システム構築・運用業務 松江市新行政情報システム保守・運用業務 事後

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
4.③委託先名

松江市行政情報システムサービス共同企業体　
代表企業　富士通（株）山陰支社

松江市行政情報システムサービス共同企業体　
（代表企業）富士通Japan株式会社　岡山・山陰
公共ビジネス部

事後

令和7年1月30日 Ⅳ-2.①連絡先
松江市　政策部情報政策課
情報政策係
〒690-8540　島根県松江市末次町86番地

松江市　政策部デジタル戦略課
情報システム係
〒690-8540　島根県松江市末次町86番地

事後 部署名変更に伴う修正

（別添２）変更箇所
変更日 項目 変更前の記載 変更後の記載 提出時期 提出時期に係る説明



令和7年1月30日 Ⅴ-1.①実施日 平成27年9月25日 事後

令和7年1月30日

Ⅰ-1. 特定個人情報ファイル
を取り扱う事務
②事務の内容

税収納滞納整理に関する事務とは地方税法等
の法律に従い、各種税金に対して以下に記載さ
れた管理を行う事務を指す。

【調定登録・変更事務】
　課税事務にて賦課された当初課税情報およ
び課税更正情報を受領し、調定情報として管理
する。
　①課税事務より当初課税情報を受領する。
　②市町村による調査や税務署からの修正申
告、更正決議等により課税事務で税額が変更さ
れた場合、変更調定情報を受領する。
【収納消込事務】
　入金情報を取込み、調定額と収入額を比較
し、完納・未納・過誤納の把握を行う。
　①収入金消込事務
　　 調定情報と入金情報の関連付けを行い、調
定の状態把握（完納・未納・過誤納）を実施す
る。
【口座振替の管理】
　口座振替処理を行い、結果確認を実施する。
　①口座振替依頼事務
　　 口座振替依頼情報を作成し、金融機関へ
口座振替を依頼する。
　②口座振替結果受領事務
　　 口座振替結果情報を受け取り、状態に応じ
て口座振替不能通知書兼納付書を納税義務者
へ送付する。
【還付・充当事務】
　収納消込、課税更正による調定変更の結果、
収入が調定を超えて納め過ぎの状態になった
場合、過誤納分に対して還付事務または充当
事務を行う。

税収納滞納整理に関する事務とは地方税法等
の法律に従い、各種税金に対して以下に記載さ
れた管理を行う事務を指す。

【調定登録・変更事務】
　課税事務にて賦課された当初課税情報およ
び課税更正情報を受領し、調定情報として管理
する。
　①課税事務より当初課税情報を受領する。
　②市町村による調査や税務署からの修正申
告、更正決議等により課税事務で税額が変更さ
れた場合、変更調定情報を受領する。
【収納消込事務】
　入金情報を取込み、調定額と収入額を比較
し、完納・未納・過誤納の把握を行う。
　①収入金消込事務
　　 調定情報と入金情報の関連付けを行い、調
定の状態把握（完納・未納・過誤納）を実施す
る。
【口座振替の管理】
　口座振替処理を行い、結果確認を実施する。
　①口座振替依頼事務
　　 口座振替依頼情報を作成し、金融機関へ
口座振替を依頼する。
　②口座振替結果受領事務
　　 口座振替結果情報を受け取り、状態に応じ
て口座振替不能通知書兼納付書を納税義務者
へ送付する。
【還付・充当事務】
　収納消込、課税更正による調定変更の結果、
収入が調定を超えて納め過ぎの状態になった
場合、過誤納分に対して還付事務または充当
事務を行う。

事前 重要な変更

令和7年1月30日

Ⅰ-1. 特定個人情報ファイル
を取り扱う事務
②事務の内容

【還付・充当事務】
　収納消込、課税更正による調定変更の結果、
収入が調定を超えて納め過ぎの状態になった
場合、過誤納分に対して還付事務または充当
事務を行う。
【督促事務】
　納期限までに完納しない納税義務者に対し、
督促状を発送して納付を促す。
　①督促対象者宛に督促状を作成し、送付す
る。
【返戻・公示事務】
　送付先不明などの理由で督促状等が返送さ
れた場合に対象者調査を実施し、再度通知書
を送付する。
　①返戻事務
　　 返戻された督促状等を返戻管理すると共
に、対象者調査を行う。
　②公示事務
　　 調査した結果、不明であった場合は公示を
行う。
【滞納整理事務】
　①催告事務
　　 催告対象者に対し、催告書を作成し送付す
る。
　②財産調査事務
　　 催告対象者の財産の有無を調査する。
　③滞納整理事務
　　 滞納者の財産の差押、処分の停止、徴収
の猶予等を行う。

【還付・充当事務】
　収納消込、課税更正による調定変更の結果、
収入が調定を超えて納め過ぎの状態になった
場合、過誤納分に対して還付事務または充当
事務を行う。
【督促事務】
　納期限までに完納しない納税義務者に対し、
督促状を発送して納付を促す。
　①督促対象者宛に督促状を作成し、送付す
る。
【返戻・公示事務】
　送付先不明などの理由で督促状等が返送さ
れた場合に対象者調査を実施し、再度通知書
を送付する。
　①返戻事務
　　 返戻された督促状等を返戻管理すると共
に、対象者調査を行う。
　②公示事務
　　 調査した結果、不明であった場合は公示を
行う。
【滞納整理事務】
　①催告事務
　　 催告対象者に対し、催告書を作成し送付す
る。
　②財産調査事務
　　 催告対象者の財産の有無を調査する。
　③滞納整理事務
　　 滞納者の財産の差押、処分の停止、徴収
の猶予等を行う。

事前 重要な変更



令和7年1月30日

Ⅰ-1. 特定個人情報ファイル
を取り扱う事務
②事務の内容

【年次繰越事務】
　会計年度内の収入実績をまとめ、税務会計担
当部署への提出用資料を作成する。
　①年次決算事務
　　 会計年度の収入実績をまとめ、統計資料を
作成して財務会計担当部署へ提出する。
　②滞納繰越事務
　　 今年度の収入未済額を翌年度に徴収する
ため、翌年度の歳入予算として計上する。
【窓口事務】
　納税義務者の申請等により、証明書の発行や
納付書の再発行、市税の窓口収納を実施す
る。

【年次繰越事務】
　会計年度内の収入実績をまとめ、税務会計担
当部署への提出用資料を作成する。
　①年次決算事務
　　 会計年度の収入実績をまとめ、統計資料を
作成して財務会計担当部署へ提出する。
　②滞納繰越事務
　　 今年度の収入未済額を翌年度に徴収する
ため、翌年度の歳入予算として計上する。
【窓口事務】
　納税義務者の申請等により、証明書の発行や
納付書の再発行、市税の窓口収納を実施す
る。

「公的給付の支給等の迅速かつ確実な実施の
ための預貯金口座の登録等に関する法律」に
より、納税者が公的給付支給等口座情報（以下
「公金受取口座情報」という。）の利用を希望し
た場合に限り、情報提供ネットワークシステムを
通じて情報照会を行い、口座情報登録・連携シ
ステム（デジタル庁）から当該納税者の公金受
取口座情報を入手して還付等の振込等の事務
処理に利用することが可能となる。

事前 重要な変更

令和7年1月30日
Ⅰ-2.システム1
③他のシステムとの接続

［○］住民基本台帳ネットワークシステム
［○］宛名システム等　［○］税務システム
［○］その他（滞納管理システム）

［○］住民基本台帳ネットワークシステム
［○］宛名システム等　［○］税務システム
［○］その他（滞納管理システム、番号連携サー
バー）

事前

令和7年1月30日
Ⅰ-2.システム4
③他のシステムとの接続

［○］庁内連携システム
［○］既存住民基本台帳システム
［○］宛名システム等　［○］税務システム
［○］その他（中間サーバー）

［○］庁内連携システム
［○］既存住民基本台帳システム
［○］宛名システム等　［○］税務システム
［○］その他（中間サーバー、収納管理システ
ム）

事前

令和7年1月30日

Ⅰ-5.情報提供ネットワークシ
ステムによる情報連携
①実施の有無

実施しない 実施する 事前 重要な変更

令和7年1月30日

Ⅰ-5.情報提供ネットワークシ
ステムによる情報連携
②法令上の根拠

―
番号法第１９条第８号に基づく主務省令　第2条
の表48の項

事前 重要な変更

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
2.⑤保有開始日

平成28年1月1日 令和7年2月1日 事前

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
3.⑥使用開始日

平成28年1月1日 令和7年2月1日 事前

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
4. 委託事項1

松江市新行政情報システム保守・運用業務 松江市標準準拠システム整備事業・運用業務 事前

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
4.①委託内容

松江市新行政情報システム（宛名システム）の
運用管理、バッチ処理、オンライン稼働監視、
データパンチ、帳票印刷、障害対応及び仕様変
更等を行うシステムの運用維持管理業務

松江市標準準拠システム（宛名システム）の運
用管理、バッチ処理、オンライン稼働監視、デー
タパンチ、帳票印刷、障害対応及び仕様変更等
を行うシステムの運用維持管理業務

事前

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
4. ③委託先名

松江市行政情報システムサービス共同企業体　
（代表企業）富士通Japan株式会社　岡山・山陰
ビジネス部

松江市行政情報システムサービス共同企業体　
代表企業　株式会社テクノプロジェクト

事前

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
6.特定個人情報の保管・消去

＜松江市における措置＞
　下記の措置を講じるデータセンター内のサー
バー室に設置したサーバー内に保管され、バッ
クアップ媒体は同データセンター内の保管室に
保管される。
　①データセンターは、有人受付とセキュリティ
ゲートによる入館管理を行っている。
　②サーバー室は、ＩＣカードとパスワードによる
個人認証及び生体認証による入室管理を行っ
ている。
　③サーバーへのアクセスは、ＩＤ及びパスワー
ドによる認証を必要とする。
　④保管室は、生体認証による入室管理を行っ
ている。

　バックアップ媒体については、上記データセン
ター以外にも、下記の措置を講じる別のデータ
センター内の保管室に保管される。
　⑤データセンターは、事前申請方式の有人受
付による入館管理を行っている。
　⑥保管室は、生体認証による入室管理を行っ
ている。
　⑦バックアップ媒体の移動及び保管にあたっ
ては、ＧＰＳによる所在確認が可能なケースに
格納する。

＜松江市における措置＞
　下記の措置を講じるデータセンター内のサー
バー室に設置したサーバー内に保管され、バッ
クアップ媒体は同データセンター内の保管室に
保管される。
　①データセンターは、有人受付とセキュリティ
ゲートによる入館管理を行っている。
　②サーバー室は、ＩＣカードとパスワードによる
個人認証及び生体認証による入室管理を行っ
ている。
　③サーバーへのアクセスは、ＩＤ及びパスワー
ドによる認証を必要とする。
　④保管室は、生体認証による入室管理を行っ
ている。

　バックアップ媒体については、上記データセン
ター以外にも、下記の措置を講じる別のデータ
センター内の保管室に保管される。
　⑤データセンターは、事前申請方式の有人受
付による入館管理を行っている。
　⑥保管室は、生体認証による入室管理を行っ
ている。
　⑦バックアップ媒体の移動及び保管にあたっ
ては、ＧＰＳによる所在確認が可能なケースに
格納する。

　紙媒体については、下記の措置を講じる。
　⑧廃棄予定の情報も含め、鍵付きのキャビ
ネットへ保管している。
　⑨鍵の保管場所については関係者以外には
知らせず、部外者の入手を制限している。

事前 重要な変更



令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
6.特定個人情報の保管・消去

＜中間サーバー・プラットフォームにおける措置
＞
　①中間サーバー・プラットフォームはデータセ
ンターに設置しており、データセンターへの入館
及びサーバー室への入室を厳重に管理する。
　②特定個人情報は、サーバー室に設置された
中間サーバーのデータベース内に保存され、
バックアップもデータベース上に保存される。

＜中間サーバー・プラットフォームにおける措置
＞
　①中間サーバー・プラットフォームはデータセ
ンターに設置しており、データセンターへの入館
及びサーバー室への入室を厳重に管理する。
　②特定個人情報は、サーバー室に設置された
中間サーバーのデータベース内に保存され、
バックアップもデータベース上に保存される。

＜ガバメントクラウドにおける措置＞
　①サーバー等はクラウド事業者が保有・管理
する環境に設置し、設置場所のセキュリティ対
策はクラウド事業者が実施する。なお、クラウド
事業者はISMAPのリストに登録されたクラウド
サービス事業者であり、セキュリティ管理策が
適切に実施されているほか、次を満たすものと
する。
　・ISO/IEC27017、ISO/IEC27018の認証を受け
ていること。
　・日本国内でのデータ保管を条件としているこ
と。
　②特定個人情報は、クラウド事業者が管理す
るデータセンター内のデータベースに保存さ
れ、バックアップも日本国内に設置された複数
のデータセンターのうち本番環境とは別のデー
タセンター内に保存される。

事前 重要な変更

令和7年1月30日

Ⅱ(1)宛名特定個人情報ファイ
ル
7.備考

―

＜ガバメントクラウドにおける措置＞
　①特定個人情報の消去は松江市からの操作
によって実施される。松江市の業務データは国
及びガバメントクラウドのクラウド事業者にはア
クセスが制御されているため特定個人情報を消
去することはない。
　②クラウド事業者がHDDやSSDなどの記録装
置等を障害やメンテナンス等により交換する際
にデータの復元がなされないよう、クラウド事業
者において、NIST 800-88、ISO/IEC27001等に
したがって確実にデータを消去する。
　③既存システムについては、松江市が委託し
た開発事業者が既存の環境からガバメントクラ
ウドへ移行することになるが、移行に際しては、
データ抽出及びクラウド環境へのデータ投入、
並びに利用しなくなった環境の破棄等を実施す
る。

事前

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
2.④記録される項目
主な記録項目

［○］その他識別情報（内部番号）
［○］国税関係情報　［○］地方税関係情報

［○］その他識別情報（内部番号）
［○］４情報（氏名、性別、生年月日、住所）
［○］連絡先（電話番号等）
［○］国税関係情報　［○］地方税関係情報
［○］その他（金融機関口座情報、公金受取口
座登録・連携ファイル関係情報）

事前

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
2.④記録される項目
その妥当性

宛名特定個人情報ファイルとその他識別番号
（内部番号）を通じて紐付けされているファイル
であり、実際の市町村事務処理を実施する上
で、本ファイルより個人番号の取得が実施され
るため管理が必要である。
・その他識別情報
　宛名特定個人情報ファイルより個人番号を取
得するために必要
・国税関係情報、地方税関係情報
　還付事務などに必要

宛名特定個人情報ファイルとその他識別番号
（内部番号）を通じて紐付けされているファイル
であり、実際の市町村事務処理を実施する上
で、本ファイルより個人番号の取得が実施され
るため管理が必要である。
・その他識別情報
　宛名特定個人情報ファイルより個人番号を取
得するために必要
・４情報
　収納・還付事務に伴う本人への通知・連絡に
必要
・連絡先
　還付事務に伴う本人への通知・連絡に必要
・国税関係情報、地方税関係情報
　還付事務などに必要
・金融機関口座情報
　収納・還付事務に伴う税の口座振替・振込に
必要
・公金受取口座登録・連携ファイル関係情報
　公金受取口座利用の希望があった場合、支
給先の口座を把握するために必要

事前

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
2.⑤保有開始日

平成28年1月1日 令和7年2月1日 事前

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
3.⑥使用開始日

平成28年1月1日 令和7年2月1日 事前

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
4. 委託事項1

松江市新行政情報システム保守・運用業務 松江市標準準拠システム整備事業・運用業務 事前

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
4.①委託内容

松江市新行政情報システム（宛名システム）の
運用管理、バッチ処理、オンライン稼働監視、
データパンチ、帳票印刷、障害対応及び仕様変
更等を行うシステムの運用維持管理業務

松江市標準準拠システム（宛名システム）の運
用管理、バッチ処理、オンライン稼働監視、デー
タパンチ、帳票印刷、障害対応及び仕様変更等
を行うシステムの運用維持管理業務

事前

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
4. ③委託先名

松江市行政情報システムサービス共同企業体　
（代表企業）富士通Japan株式会社　岡山・山陰
ビジネス部

松江市行政情報システムサービス共同企業体　
代表企業　株式会社テクノプロジェクト

事前



令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
6.特定個人情報の保管・消去

＜松江市における措置＞
　下記の措置を講じるデータセンター内のサー
バー室に設置したサーバー内に保管され、バッ
クアップ媒体は同データセンター内の保管室に
保管される。
　①データセンターは、有人受付とセキュリティ
ゲートによる入館管理を行っている。
　②サーバー室は、ＩＣカードとパスワードによる
個人認証及び生体認証による入室管理を行っ
ている。
　③サーバーへのアクセスは、ＩＤ及びパスワー
ドによる認証を必要とする。
　④保管室は、生体認証による入室管理を行っ
ている。

　バックアップ媒体については、上記データセン
ター以外にも、下記の措置を講じる別のデータ
センター内の保管室に保管される。
　⑤データセンターは、事前申請方式の有人受
付による入館管理を行っている。
　⑥保管室は、生体認証による入室管理を行っ
ている。
　⑦バックアップ媒体の移動及び保管にあたっ
ては、ＧＰＳによる所在確認が可能なケースに
格納する。

＜松江市における措置＞
　下記の措置を講じるデータセンター内のサー
バー室に設置したサーバー内に保管され、バッ
クアップ媒体は同データセンター内の保管室に
保管される。
　①データセンターは、有人受付とセキュリティ
ゲートによる入館管理を行っている。
　②サーバー室は、ＩＣカードとパスワードによる
個人認証及び生体認証による入室管理を行っ
ている。
　③サーバーへのアクセスは、ＩＤ及びパスワー
ドによる認証を必要とする。
　④保管室は、生体認証による入室管理を行っ
ている。

　バックアップ媒体については、上記データセン
ター以外にも、下記の措置を講じる別のデータ
センター内の保管室に保管される。
　⑤データセンターは、事前申請方式の有人受
付による入館管理を行っている。
　⑥保管室は、生体認証による入室管理を行っ
ている。
　⑦バックアップ媒体の移動及び保管にあたっ
ては、ＧＰＳによる所在確認が可能なケースに
格納する。

　紙媒体については、下記の措置を講じる。
　⑧廃棄予定の情報も含め、鍵付きのキャビ
ネットへ保管している。
　⑨鍵の保管場所については関係者以外には
知らせず、部外者の入手を制限している。

事前 重要な変更

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
6.特定個人情報の保管・消去

＜中間サーバー・プラットフォームにおける措置
＞
　①中間サーバー・プラットフォームはデータセ
ンターに設置しており、データセンターへの入館
及びサーバー室への入室を厳重に管理する。
　②特定個人情報は、サーバー室に設置された
中間サーバーのデータベース内に保存され、
バックアップもデータベース上に保存される。

＜中間サーバー・プラットフォームにおける措置
＞
　①中間サーバー・プラットフォームはデータセ
ンターに設置しており、データセンターへの入館
及びサーバー室への入室を厳重に管理する。
　②特定個人情報は、サーバー室に設置された
中間サーバーのデータベース内に保存され、
バックアップもデータベース上に保存される。

＜ガバメントクラウドにおける措置＞
　①サーバー等はクラウド事業者が保有・管理
する環境に設置し、設置場所のセキュリティ対
策はクラウド事業者が実施する。なお、クラウド
事業者はISMAPのリストに登録されたクラウド
サービス事業者であり、セキュリティ管理策が
適切に実施されているほか、次を満たすものと
する。
　・ISO/IEC27017、ISO/IEC27018の認証を受け
ていること。
　・日本国内でのデータ保管を条件としているこ
と。
　②特定個人情報は、クラウド事業者が管理す
るデータセンター内のデータベースに保存さ
れ、バックアップも日本国内に設置された複数
のデータセンターのうち本番環境とは別のデー
タセンター内に保存される。

事前 重要な変更

令和7年1月30日

Ⅱ(2)収納特定個人情報ファイ
ル
7.備考

―

＜ガバメントクラウドにおける措置＞
　①特定個人情報の消去は松江市からの操作
によって実施される。松江市の業務データは国
及びガバメントクラウドのクラウド事業者にはア
クセスが制御されているため特定個人情報を消
去することはない。
　②クラウド事業者がHDDやSSDなどの記録装
置等を障害やメンテナンス等により交換する際
にデータの復元がなされないよう、クラウド事業
者において、NIST 800-88、ISO/IEC27001等に
したがって確実にデータを消去する。
　③既存システムについては、松江市が委託し
た開発事業者が既存の環境からガバメントクラ
ウドへ移行することになるが、移行に際しては、
データ抽出及びクラウド環境へのデータ投入、
並びに利用しなくなった環境の破棄等を実施す
る。

事前



令和7年1月30日

Ⅲ(1)宛名特定個人情報ファイ
ル
7. 特定個人情報の保管・消去
その他の措置の内容

データバックアップを毎日実施し、バックアップ
データは外部に保管・施錠している。

【物理的な対策】
＜ガバメントクラウドにおける措置＞
　①ガバメントクラウドについては政府情報シス
テムのセキュリティ制度（ISMAP）のリストに登録
されたクラウドサービスから調達することとして
おり、システムのサーバー等は、クラウド事業者
が保有・管理する環境に構築し、その環境には
認可された者だけがアクセスできるよう適切な
入退室管理策を行っている。
　②事前に許可されていない装置等に関して
は、外部に持出できないこととしている。

【技術的対策】
＜ガバメントクラウドにおける措置＞
　①国及びクラウド事業者は利用者のデータに
アクセスしない契約等となっている。
　②松江市が委託したASP（「地方公共団体情
報システムのガバメントクラウドの利用に関する
基準【第1.0版】」（令和4年10月　デジタル庁。以
下「利用基準」という。）に規定する「ASP」をい
う。以下同じ。）又はガバメントクラウド運用管理
補助者（利用基準に規定する「ガバメントクラウ
ド運用管理補助者」をいう。以下同じ。）は、ガバ
メントクラウドが提供するマネージドサービスに
より、ネットワークアクティビティ、データアクセス
パターン、アカウント動作等について継続的に
モニタリングを行うとともに、ログ管理を行う。

事前 重要な変更

令和7年1月30日

Ⅲ(1)宛名特定個人情報ファイ
ル
7. 特定個人情報の保管・消去
その他の措置の内容

　③クラウド事業者は、ガバメントクラウドに対
するセキュリティの脅威に対し、脅威検出や
DDos対策を24時間365日講じる。
　④クラウド事業者は、ガバメントクラウドに対
し、ウイルス対策ソフトを導入し、パターンファイ
ルの更新を行う。
　⑤松江市が委託したASP又はガバメントクラ
ウド運用管理補助者は、導入しているOS及びミ
ドルウエアについて、必要に応じてセキュリティ
パッチの適用を行う。
　⑥ガバメントクラウドの特定個人情報を保有
するシステムを構築する環境は、インターネット
とは切り離された閉域ネットワークで構成する。
　⑦松江市やASP又はガバメントクラウド運用
管理補助者の運用保守地点からガバメントクラ
ウドへの接続については、閉域ネットワークで
構成する。
　⑧松江市が管理する業務データは、国及びク
ラウド事業者がアクセスできないよう制御を講じ
る。

事前 重要な変更

令和7年1月30日

Ⅲ(1)宛名特定個人情報ファイ
ル
7. 特定個人情報の保管・消去
特定個人情報の保管・消去に
おけるその他のリスク及びそ
のリスクに対する措置

―

＜ガバメントクラウドにおける措置＞
　データの復元がなされないよう、クラウド事業
者において、NIST 800-88、ISO/IEC27001等に
準拠したプロセスにしたがって確実にデータを
消去する。

事前 重要な変更

令和7年1月30日

Ⅲ(1)宛名特定個人情報ファイ
ル
10. その他のリスク対策

―

＜ガバメントクラウドにおける措置＞
　ガバメントクラウドについては政府情報システ
ムのセキュリティ制度（ISMAP）のリストに登録さ
れたクラウドサービスから調達することとしてお
り、ISMAPにおいて、クラウドサービス事業者は
定期的にISMAP監査機関リストに登録された監
査機関による監査を行うこととしている。
　ガバメントクラウド上での業務データの取扱い
については、当該業務データを保有する松江市
及びその業務データの取扱いについて委託を
受けるASP又はガバメントクラウド運用管理補
助者が責任を有する。
　ガバメントクラウド上での業務アプリケーション
の運用等に障害が発生する場合等の対応につ
いては、原則としてガバメントクラウドに起因す
る事象の場合は、国はクラウド事業者と契約す
る立場から、その契約を履行させることで対応
する。また、ガバメントクラウドに起因しない事
象の場合は、松江市に業務アプリケーション
サービスを提供するASP又はガバメントクラウド
運用管理補助者が対応するものとする。
　具体的な取り扱いについて、疑義が生じる場
合は、松江市とデジタル庁及び関係者で協議を
行う。

事前 重要な変更



令和7年1月30日

Ⅲ(2)収納特定個人情報ファイ
ル
7. 特定個人情報の保管・消去
その他の措置の内容

データバックアップを毎日実施し、バックアップ
データは外部に保管・施錠している。

【物理的な対策】
＜ガバメントクラウドにおける措置＞
　①ガバメントクラウドについては政府情報シス
テムのセキュリティ制度（ISMAP）のリストに登録
されたクラウドサービスから調達することとして
おり、システムのサーバー等は、クラウド事業者
が保有・管理する環境に構築し、その環境には
認可された者だけがアクセスできるよう適切な
入退室管理策を行っている。
　②事前に許可されていない装置等に関して
は、外部に持出できないこととしている。

【技術的対策】
＜ガバメントクラウドにおける措置＞
　①国及びクラウド事業者は利用者のデータに
アクセスしない契約等となっている。
　②松江市が委託したASP（「地方公共団体情
報システムのガバメントクラウドの利用に関する
基準【第1.0版】」（令和4年10月　デジタル庁。以
下「利用基準」という。）に規定する「ASP」をい
う。以下同じ。）又はガバメントクラウド運用管理
補助者（利用基準に規定する「ガバメントクラウ
ド運用管理補助者」をいう。以下同じ。）は、ガバ
メントクラウドが提供するマネージドサービスに
より、ネットワークアクティビティ、データアクセス
パターン、アカウント動作等について継続的に
モニタリングを行うとともに、ログ管理を行う。

事前 重要な変更

令和7年1月30日

Ⅲ(2)収納特定個人情報ファイ
ル
7. 特定個人情報の保管・消去
その他の措置の内容

　③クラウド事業者は、ガバメントクラウドに対
するセキュリティの脅威に対し、脅威検出や
DDos対策を24時間365日講じる。
　④クラウド事業者は、ガバメントクラウドに対
し、ウイルス対策ソフトを導入し、パターンファイ
ルの更新を行う。
　⑤松江市が委託したASP又はガバメントクラ
ウド運用管理補助者は、導入しているOS及びミ
ドルウエアについて、必要に応じてセキュリティ
パッチの適用を行う。
　⑥ガバメントクラウドの特定個人情報を保有
するシステムを構築する環境は、インターネット
とは切り離された閉域ネットワークで構成する。
　⑦松江市やASP又はガバメントクラウド運用
管理補助者の運用保守地点からガバメントクラ
ウドへの接続については、閉域ネットワークで
構成する。
　⑧松江市が管理する業務データは、国及びク
ラウド事業者がアクセスできないよう制御を講じ
る。

事前 重要な変更

令和7年1月30日

Ⅲ(2)収納特定個人情報ファイ
ル
7. 特定個人情報の保管・消去
特定個人情報の保管・消去に
おけるその他のリスク及びそ
のリスクに対する措置

―

＜ガバメントクラウドにおける措置＞
　データの復元がなされないよう、クラウド事業
者において、NIST 800-88、ISO/IEC27001等に
準拠したプロセスにしたがって確実にデータを
消去する。

事前 重要な変更

令和7年1月30日

Ⅲ(2)収納特定個人情報ファイ
ル
10. その他のリスク対策

―

＜ガバメントクラウドにおける措置＞
　ガバメントクラウドについては政府情報システ
ムのセキュリティ制度（ISMAP）のリストに登録さ
れたクラウドサービスから調達することとしてお
り、ISMAPにおいて、クラウドサービス事業者は
定期的にISMAP監査機関リストに登録された監
査機関による監査を行うこととしている。
　ガバメントクラウド上での業務データの取扱い
については、当該業務データを保有する松江市
及びその業務データの取扱いについて委託を
受けるASP又はガバメントクラウド運用管理補
助者が責任を有する。
　ガバメントクラウド上での業務アプリケーション
の運用等に障害が発生する場合等の対応につ
いては、原則としてガバメントクラウドに起因す
る事象の場合は、国はクラウド事業者と契約す
る立場から、その契約を履行させることで対応
する。また、ガバメントクラウドに起因しない事
象の場合は、松江市に業務アプリケーション
サービスを提供するASP又はガバメントクラウド
運用管理補助者が対応するものとする。
　具体的な取り扱いについて、疑義が生じる場
合は、松江市とデジタル庁及び関係者で協議を
行う。

事前 重要な変更

令和7年12月17日

Ⅲ(2)個人住民税特定個人情
報ファイル
6.情報提供ネットワークシステ
ムとの接続

［　］接続しない（入手）
［　］接続しない（提供）

［○］接続しない（入手）
［○］接続しない（提供）

事前 重要な変更



令和7年12月17日

Ⅲ(2)個人住民税特定個人情
報ファイル
6.情報提供ネットワークシステ
ムとの接続
リスク1:目的外の入手が行わ
れるリスク
リスクに対する措置の内容

―

＜番号連携サーバのソフトウェアにおける措置
＞
①番号連携サーバの職員認証・権限管理機能
により、ログイン時の職員認証のほか、ログイ
ン・ログアウトを実施した職員、時刻、操作内容
等の記録が実施されるため、不適切な端末操
作や情報照会などを抑止する。

＜番号連携サーバの運用における措置＞
①番号連携サーバの職員認証・権限管理にお
いて、人事異動や権限変更等が生じた場合は、
人事情報を適宜反映することで、その正確性を
担保している。

＜中間サーバー・ソフトウェアにおける措置＞
①情報照会機能（※１）により、情報提供ネット
ワークシステムに情報照会を行う際には、情報
提供許可証の発行と照会内容の照会許可用照
合リスト（※２）との照合を情報提供ネットワーク
システムに求め、情報提供ネットワークシステ
ムから情報提供許可証を受領してから情報照
会を実施することになる。つまり、番号法上認め
られた情報連携以外の照会を拒否する機能を
備えており、目的外提供やセキュリティリスクに
対応している。
②中間サーバーの職員認証・権限管理機能
（※３）では、ログイン時の職員認証の他に、ロ
グイン・ログアウトを実施した職員、時刻、操作
内容の記録が実施されるため、不適切な接続
端末の操作や、不適切なオンライン連携を抑止
する仕組みになっている。

事前 重要な変更

令和7年12月17日

Ⅲ(2)個人住民税特定個人情
報ファイル
6.情報提供ネットワークシステ
ムとの接続
リスク1:目的外の入手が行わ
れるリスク
リスクに対する措置の内容

（※１）情報提供ネットワークシステムを使用し
た特定個人情報の照会及び照会した情報の受
領を行う機能。
（※２）番号法の規定による情報提供ネットワー
クシステムを使用した特定個人情報の提供に
係る情報照会者、情報提供者、事務及び特定
個人情報を一覧化し、情報照会の可否を判断
するために使用するもの。
（※３）中間サーバーを利用する職員の認証と
職員に付与された権限に基づいた各種機能や
特定個人情報へのアクセス制御を行う機能。

＜中間サーバーの運用における措置＞
①中間サーバーの職員認証・権限管理におい
て、人事異動や権限変更等が生じた場合は、
人事情報を適宜反映することで、その正確性を
担保している。

事前 重要な変更

令和7年12月17日

Ⅲ(2)個人住民税特定個人情
報ファイル
6.情報提供ネットワークシステ
ムとの接続
リスク1:目的外の入手が行わ
れるリスク
リスクへの対策は十分か

― ［　十分である　］ 事前 重要な変更

令和7年12月17日

Ⅲ(2)個人住民税特定個人情
報ファイル
6.情報提供ネットワークシステ
ムとの接続
情報提供ネットワークシステ
ムとの接続に伴うその他のリ
スク及びそのリスクに対する
措置

―

＜中間サーバー・ソフトウェアにおける措置＞
・中間サーバーの職員認証・権限管理機能で
は、ログイン時の職員認証の他に、ログイン・ロ
グアウトを実施した職員、時刻、操作内容の記
録が実施されるため、不適切な接続端末の操
作や、不適切なオンライン連携を抑止する仕組
みになっている。
・情報連携においてのみ、情報提供用個人識
別符号を用いることがシステム上担保されてお
り、不正な名寄せが行われるリスクに対応して
いる。

＜中間サーバー･プラットフォームにおける措置
＞
・中間サーバーと既存システム、情報提供ネット
ワークシステムとの間は、高度なセキュリティを
維持した行政専用のネットワーク（総合行政ネッ
トワーク等）を利用することにより、安全性を確
保している。
・中間サーバーと団体についてはVPN等の技術
を利用し、団体ごとに通信回線を分離するととも
に、通信を暗号化することで安全性を確保して
いる。
・中間サーバー・プラットフォームでは、特定個
人情報を管理するデータベースを地方公共団
体ごとに区分管理（アクセス制御）しており、中
間サーバー・プラットフォームを利用する団体で
あっても他団体が管理する情報には一切アクセ
スできない。
・特定個人情報の管理を地方公共団体のみが
行うことで、中間サーバー・プラットフォームの
保守・運用を行う事業者における情報漏えい等
のリスクを極小化する。

事前 重要な変更



令和7年12月17日

Ⅲ(2)個人住民税特定個人情
報ファイル
7.特定個人情報の保管・消去
その他の措置の内容

＜ガバメントクラウドにおける措置＞
　データの復元がなされないよう、クラウド事業
者において、NIST 800-88、ISO/IEC27001等に
準拠したプロセスにしたがって確実にデータを
消去する。

＜物理的対策としての中間サーバー･プラット
フォームにおける措置＞
・中間サーバー･プラットフォームをデータセン
ターに構築し、設置場所への入退室者管理、有
人監視及び施錠管理をすることとしている。ま
た、設置場所はデータセンター内の専用の領域
とし、他テナントとの混在によるリスクを回避す
る。
・事前に申請し承認されていない物品、記録媒
体、送信機器などを不正に所持し、持出持込す
ることがないよう、警備員などにより確認してい
る。
＜技術的対策としての中間サーバー･プラット
フォームにおける措置＞
・中間サーバー・プラットフォームではUTM（コン
ピュータウイルスやハッキングなどの脅威から
ネットワークを効率的かつ包括的に保護する装
置）等を導入し、アクセス制限、侵入検知及び
侵入防止を行うとともに、ログの解析を行う。
・中間サーバー・プラットフォームでは、ウイルス
対策ソフトを導入し、パターンファイルの更新を
行う。
・導入しているＯＳ及びミドルウェアについて、必
要に応じてセキュリティパッチの適用を行う。

＜ガバメントクラウドにおける措置＞
データの復元がなされないよう、クラウド事業者
において、NIST 800-88 、 ISO/IEC27001 等に
準拠したプロセスにしたがって確実にデータを
消去する。
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Ⅲ(2)個人住民税特定個人情
報ファイル
10.その他のリスク対策

＜ガバメントクラウドにおける措置＞
　ガバメントクラウドについては政府情報システ
ムのセキュリティ制度（ISMAP）のリストに登録さ
れたクラウドサービスから調達することとしてお
り、ISMAPにおいて、クラウドサービス事業者は
定期的にISMAP監査機関リストに登録された監
査機関による監査を行うこととしている。
　ガバメントクラウド上での業務データの取扱い
については、当該業務データを保有する松江市
及びその業務データの取扱いについて委託を
受けるASP又はガバメントクラウド運用管理補
助者が責任を有する。
　ガバメントクラウド上での業務アプリケーション
の運用等に障害が発生する場合等の対応につ
いては、原則としてガバメントクラウドに起因す
る事象の場合は、国はクラウド事業者と契約す
る立場から、その契約を履行させることで対応
する。また、ガバメントクラウドに起因しない事
象の場合は、松江市に業務アプリケーション
サービスを提供するASP又はガバメントクラウド
運用管理補助者が対応するものとする。
　具体的な取り扱いについて、疑義が生じる場
合は、地方公共団体とデジタル庁及び関係者
で協議を行う。

＜中間サーバー・プラットフォームにおける措置
＞
　中間サーバー・プラットフォームを活用するこ
とにより、統一した設備環境による高レベルの
セキュリティ管理（入退室管理等）、ＩＴリテラシの
高い　運用担当者によるセキュリティリスクの低
減、及び技術力の高い運用担当者による均一
的で安定したシステム運用・監視を実現する。

＜ガバメントクラウドにおける措置＞
　ガバメントクラウドについては政府情報システ
ムのセキュリティ制度（ISMAP）のリストに登録さ
れたクラウドサービスから調達することとしてお
り、ISMAPにおいて、クラウドサービス事業者は
定期的にISMAP監査機関リストに登録された監
査機関による監査を行うこととしている。
　ガバメントクラウド上での業務データの取扱い
については、当該業務データを保有する松江市
及びその業務データの取扱いについて委託を
受けるASP又はガバメントクラウド運用管理補
助者が責任を有する。
　ガバメントクラウド上での業務アプリケーション
の運用等に障害が発生する場合等の対応につ
いては、原則としてガバメントクラウドに起因す
る事象の場合は、国はクラウド事業者と契約す
る立場から、その契約を履行させることで対応
する。また、ガバメントクラウドに起因しない事
象の場合は、松江市に業務アプリケーション
サービスを提供するASP又はガバメントクラウド
運用管理補助者が対応するものとする。
　具体的な取り扱いについて、疑義が生じる場
合は、地方公共団体とデジタル庁及び関係者
で協議を行う。
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